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a. Tus laneadmiiuToudedoya
g’/ A I Y A 9
3. MIna¥otlualronyswe 1Ny IP
o d‘ a 4
2. MY UL UnAI0IABUNUNDS
Y
=1 I
12. Tamuuudl www.electronic.ac.th 1y Tasualszinnla
. 1A3DUGUDIUDNYU
V. 1930 1YDINUINUMITANY
A 1 Y a a S
A, 1A50U10UBIR INUIMIdUIADSITIA
3. IAT0UIBVOIHUIBNUTTUIA

A ' J A (IR v o
. lﬂi@"U’lEJ"llfN’E]\‘]ﬂﬂﬁ“l/lul,llial\iﬁﬂ\iﬂ'luli
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2
luaun 3
e 3

A . “

FOYVIHIE LUUIIADNATDUIY !La%IWﬁI‘ﬂﬂ'ﬂﬁ

! v
¥oluau A3A1 IP Address 11a2 Subnet

d = Vv
gaszaannsinaul
munnuy (U{R)

)
1. 811508381 IP Address ttaznagoumsiinau ldedregndes
A A ¢
in3esilonazgilnsal
d‘ a s 9 Aa oA .
1. asoneuiameswien Tlsunsuszuulfiians Windows

2. FTUVIATOUY

Tunaumslinanu

2

Y Y Y Y
A3A3A1 IP Address U949 Windows 7 UIBA15AIAIAIL

2 A

A3

A

1.ﬂaﬂ‘1/]ﬂll Start > Control Panel 9:1AHUNINTLABN View by : Category

9 v
AMNUUNINTAAN View Network status and tasks

na2 ¥l

v
aaHAIIN 3

@@vl@ v Control Panel » - | ‘fl ||:Ts:r:r'1 Contro.. J}

Adjust your computer’s settings View by: Category =
- System and Securi User Accounts and
[ |
4.4 i Review your computer's Famil':.-f Safety
status 'ﬁ' Add or remove user
Back up your computer accounts
Find and fix preblems ':@.' Set up parental contrels for
any user
MNetwork and Internet l
&I View network status and tasks ) Appearance and
-, Choose homegroup and % Personalization
sharing options Change the theme
 / Hardware and Sound Change desktop background
ﬂ View devices and printers Adjust screen resolution
Add adevice Clock, Language, and
Ceonnect te a projector .
Adjust commenly used = Region
mobility settings » Change keyboards or other
input methods
| __
la‘ o Pr_r:)grams @™ W Ease of Access
| Uninstall a program |u Let Windows suggest settings
Optimize visual display
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Pl v
2. Aanh Change adapter settings

@\:J":": <« Metwork and Internet » MNetwork and Sharing Center - |¢f| | Search Contro..

Control Panel Home

Manage wireless networks

Change adapter settings

Change advanced sharing
settings

See also
HomeGroup
Internet Options

Windows Firewall

@

View your basic network information and set up
connections

ﬂ&: % e See full map
. T

EAK-PC E.5tudent Internet
{This computer)

View your active networks Connect or disconnect
Access type: Internet
EStudent Connections: ol Wireless
Public network Netwu:rk.
Cennection
(E.5tudent)

Change your networking settings

‘E. Set up a new connection or network
=

Set up a wireless, broadband, dial-up, ad hoc, or VPN
connection; or set up a router or access point,

k.

“5. Connect to a network

Connect or reconnect to a wireless, wired, dial-up, or VPN
network connection.

o £ 1 . v ' Ty g
3. mmmanmmﬁ Local Area Connection D13UA5@BLUUAE LAN uao iy

. dq ¥ . .
Wireless ﬂélmﬁﬁ]ﬂ Wireless Area Connection

@U'|Er <« Metwork and Internet » |Netwu-rk Connections| b| - | sy | I_
Organize - ==
""-. Local Area Connection "'-. Wireless Metwork Connection
%ﬁ: Metwork cable unplugged %ﬁ E.5tudent
_ @ Intel(R) PRO/100 VE Network Con... dﬁ Broadcom 802.11g Metwork Adap..

Pl ]
4. AANVI7 Local Area Connection @180 Properties
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® Disable
p Connect / Disconnect
Status E
O )~ e s e Disanose 3

] @' Bridge Connections
Organize - Connect Te =

Create Shortcut |

= | Local Area Connection
%{b_ Metwork cable unplugge] Delste
% @ Intel(R) PRO/100 VE Net &)  Rename

= | Wireless Network Conne @. Properties
kim E.S5tudent

Broadcom 802.11g MNetwork Adap... |

vy s v
5. 11113AAN Internet Protocol Version 4 (TCP/IPv4) -> 311U AAN Properties

U Wireless Network Connaction Properties u

Metworking | Sharing |

Connect using:
| @ Broadcom 802.11g Metwork Adapter ‘

This connection uses the following items:

"% Cliert for Microsoft Networks

381 005 Packet Scheduler

.@ File and Printer Sharing for Microsoft Networks

. |rtemet Protocol Version 6 (TCP/IPvE)

B e Protocol Version 4 (TCP/1Pv4) |

i link-Layer Topology Discovery Mapper 140 Driver
i link-Layer Topology Discovery Responder

[ Install... ] Uninstall Properties

Description

Transmission Cantral Protocol/Intemet Protocol. The default
wide area network protocol that provides communication
across diverse interconnected netwarks.

oK || Ccancel
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6. 11N15A9IA TP Address
- M51a0n Use the following IP address (ﬁJumiﬁmuﬂfh IP Address (@)
IP Address - 1§un3laan IP lumsiFouaon1sdoas 154 192.168.1.1
Subnet mark : 111N1511149 Class 14N151119 Subnet Y09 Network 090910
1Y 255.255.255.0
< 1 1 I~ 1
Default Gateway : 1Jun131dn1900nv04 Internet Iasauuinnee ld 1P
Address Y93 Router
- 1890 Use the Following DNS :

Preferred DNS Sever : ¥11A13 18 DNS 994 Router %3092 18 DNS 99 ISP %1

' 9
1917995 11U

Internet Protocol Version 4 (TCP/IPv4) Properties il

General

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

() Obtain an IP address automatically
@ Use the following IP address:

IP address: 192,168, 1 . 111
Subnet mask: 255 .255.255. 0
Default gateway: 192 ,168. 1 . 1

Obtain DNS server address automatically
@ Use the following DNS server addresses:

Preferred DNS server: 203 .144 .207 . 28

Alternate DNS server: 203 .144 . 207 . 49

[ validate settings upon exit

[ OK ][ Cancel ]

3’/ < o 4 I @ [ 4 a
NUUATNTNA OK 1011151 UTNAT IP Address Tasd1luihuiinsosnounimes
4 < 1 o W w 1
NANYIATOIAZADINTG Fix IP Address N1 1d IP Address isoaa1auniu ) (91 192.168.100.1,

192.168.100.2, 192.168.100.x
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mM3nsvdeureay lefiveunses d sy Windows 7

2 ~ . Ayw A
1. AANUITN Connection NABINIT LADN Status

@U'|@ « Metwork and Internet » MNetwork Connections » - ‘ 41-| | Search Netw
Organize * Connect To Disable this network device  » §|'Z: * [
‘H Local Area Connection ‘h'l Wireless Network Connection |
%ﬁ Metwork cable unplugged %ﬁ E.Student
x 'ﬁﬁr Intel(R) PRO/100 VE Metwork Con... gtﬂ Broadc '@' Dizable

Connect / Disconnect
Status

Diagnose

'@' Bridge Connections

Create Shortcut
Delete
'@' Rename
'@' Properties
Y 1 . ' .
2. Tun11M19v89 Connection Status ﬂﬂﬂqll Details
ol Wireless Network Connection Status u
General
Connection
IPv4 Connectivity: Internet
IPv6 Connectivity: Mo Internet access
Media State: Enabled
S5ID: E.5tudent
Duration: 01:11:44
Speed: 36.0 Mbps
Signal Quality: !!!!!
Details. .. ] [ Wireless Properties l
Activity
- 1]
Sent — k! —— Received
Bytes: 5,221,260 | 60,488,563
[ I@F-‘n::~p:1er1:i»as; ] [ I@Disat:‘le ] l Diagnose l
Close
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9
3. mﬂuu%zﬁwﬁ’wﬁMl,ﬁmei’fey,amm 1%¥U IP Address, Subnet Mask, Default Gateway
I
Hudu

] Wireless Metwerk Connection Status 24

Metwork Connection Details ﬂ

Metwork Connection Details:

Property Walue
Connection-specific DN...

Description Broadcom 802.11g MNetwork Adapter
Physical Address 00-1A-73-7C-AB-5F
DHCF Enabled fas

IPvd Address 152.168.0.117

IPv4 Subnet Mask 255 255 2650

Lease Obtained 15 qavau 2559 14:33:1
Lease Expires 16 mavaw 2559 14:33:27
|Pvd Default Gateway 152.168.0.1

IPv4 DHCP Server 152.168.0.1

IPv4 DMS Server 152.168.0.1

IPvd WINS Server

MetBIOS over Tepip En...  Yes

Link4ocal IPvE Address fe80::1823f5dc:945d fald 12
|Pv& Default Gateway

IPvE DMS Server

'
% 1 A

uiinA1N 18917 Network Connection Details
TP AAAICSS. cuteniiieeieeiteiest ettt sttt bbb aeenee
SUDNEE MASK...c..evieiiiiiitieiieieeecees ettt ettt ettt bbb bbb e
D ault GALEWAY .......eecvieiieriieeieeie ettt et e et e e et e st e et eeateesbessbesssesnseenseesseenseenseenseensenn
naaol IP Address windows 7

ABMITIVIIMANTUDZATIVNAOUNMIIFOUAD Internet AITAINWUBIVY Windows 7

Yy 9 Ay

X 2 v
21ADINIATINAOUMSITONAD Internet @11150%1 1 lunduaeu Felunsaindesnis
1 Y X H
A3HOUIIMIFoUAD Internet HuTTaymaseluu tienaz laud luilym 1dvanssgauaz
(]
59157
s o

g a < 4 1 .
ﬂuﬁﬂutliﬂiﬁjﬁﬁﬁﬂﬁfJUW'li'liJWlﬂiﬂﬂnﬂuiuﬂ’lﬁléﬁﬂﬂﬁﬂ Internet YB3 Windows 7

1 o g’/ % 1
oY 1agyauTUADUAIL
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1. dmsumnimedisuiulumsiFoude nternet Usznon g6 1P Address,
Subnet Mask, Gateway 4t81¥ DNS Server
2. 177 Start > Run - emd NUWATES ipconfig/all Mt simsas e p

Address / Subnet Mask / Gateway / DNS Qﬂﬁ}mﬂ%@]lﬂ

Y v H H
4. 1iunaasel¥maa ping 1169 DNS Server 11850 (* lunsaiil DNS Server v84
Y
Aldusmsldanuey lueugiald ping Tariu amnsanaaeuny DNS Server ¥044 14153

A ' 3 9
199U 1%U True = 203.144.207.29, 203.144.207.49 Lﬂumu)

v : ! Y
5. Naaee 9 nslooukp tHONAADLI1 DNS Server I MUUADYUY A1W150

AOUAUDINITNINIUYT0 11
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9

Y 1 H
6. MNUUNABDIAUTN yahoo.com WonAgoLI1 DNS Server ﬁﬁmmaguu aIu130

Resolved 0 Tauunldnaioiiu 1P Address lawso i

4 < oA o I~ g
7. edurdu ledndeamsuazansovdainduunilu IP Address laudaniu 14
Yo o . @ A U @
naaov Iaglgids ping la/g4 yahoo.com INDNAT DI Router 113D forward packet la/gs
Ay ¥ A ' Yo & LA =
Yarenandesnslanield Taeldmda exit (W000AN191N DNS Query Mode INHUIS

a5 l9maa ping 14

sUzerssKru_eak>ping wuw.vahoo.com

inging fd—fp3.wgl.b.yahoo.com [186.18.138.2481 with 32 bytes of data:
Reply from 106.18.138.248: bytes=32 time=72ms TTL=51
[Reply from 186.18_138_248: hytes=32 time=75Smsz TTIL=51
186 _.168_.138_248: bytes=32 time=%98ms TTL=5%1

186.18.138.248: bhytes=32 time=%4ms TTL=51

statistics for 186.18.138_24@:
Packets: Sent = 4, Received = 4, Lost = B {(Bx los=z).
pproximate round trip times in milli—seconds:
Minimum = Y5m=,. Maximum = ?4ms. Average = §7m=

8. Tunsain luausaiyouse ntemet Tagliauise ping Tdudulodarenian
{ L v 2 o &
d04n5 18 Aunsdiniuladoyanalf1¥mds ping Tdminiu) 1dnaassldmds  tracert

http://www.yahoo.com IWBNAADUINAUNII 130 hop A599a Inuniidaym vhld ldawso

o

forward packet 9001114 TasMIda tracert - TRACE ROUTE  vgitludidan 14 lums

' v & ¢ ! 4 1
A3TDUIFUNNINATEI PC/Notebook 11)daiu lsdlaren1andeamayouas

E:“Documents and Settings:\suppasitXtracert www.sys2u.com

Tracing route to wuw.sys2u.com [203_15@.231.711
over a maximum of 38 hops:

1 s <1 ms <1 ms 192.168.108.10
2 s 28 nms 2% ms ppp-124-120-138-1.revip2.asianet.co.th [124.128.
138.11

3 28 29 ppp—218-86-1879-43 _.revip.asianet_co.th [218.86.18
?.431

30 ms 38 ms 18.16%.43.1
38 ms 380 mg 58-97-25-182 _static.asianet.co.th [58.97.25.1821]

29 29 61-98-132-85.static.asianet.co.th [61.98.132.85]
] 29 203-144-193-65.static.asianet.co.th [203.144.193
32 29 TIG-Met31-137.trueinternetgateway.com [122.144.3

31 32 TIG-Met31-98 .trueinternetgatevay.com [122_.144.31
32 32 sxge—333-cleopatra.inter._net.th [203.158.222_.431]
31 31 host?1.porar.com [2683.158.231.711
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2
luaun 4
N 3
A . “ M
Forive uuuIaounIoveuas Ins Innoa a2 $alug
d‘ Jd o A [l :’J ci
o luau MIUFINFNNIUUAT DU qounSIN 4

d = Y
gaszasnmsizaul
munnuy (U{R)

9
1.?f”I‘JJ”ISﬂGNﬂ”IﬂﬁGL%}ﬁu‘VIiWﬂ?ﬂii’)ﬂﬂuﬂulfﬁ’ﬂ‘lﬂﬂqﬁ}

A4 A ¢
msmumm:qﬂﬂsm
A a 4 9 a oA .
1. IATDIADUNIUNDT Wﬁ@uiﬂillﬂﬁﬂﬁ%ﬂﬂﬂaﬂ@ﬂ'ﬁ Windows 1 Ia

2. 32UUAIOUY LAN

Tunaumslinanu
_— ¢ Pl
FandsunsaunoumM Iy 1Wasz1I1e Windows
J I'd o 1 [}
Tunsu%s File, Printer, Hard disk N353 183211319 Windows 7 71 Windows 7 1ag
axy o @ a A 4 S o A =
Sz audmsuasunaes nuys lWanmaurToanufnu
a 4 A A . 9 1
1. ADUNIUADS 2 1AT09NAY Windows 7 a7 15U
a s A A I A (BN ~ Y
- ABUNIABSIATOISN (Computer Name = A) 1504 A 1iunTeeuive Ate113
I'4 4
uys luld

a 4 y
- ABUNIABSIATOIABY (Computer Name = B)

Y
(% (% U

2. iFouAvEoLAY WIoSUTnAIMLI9IN Wircless 137 (1081851 ip address 147)

g 0 [ .
1. @3 Iuys a1y Windows 7
g 2 g 7 P ! PN P A
1.1 Tuaoutaztumsuys Waszri9aneuneos 2 1n504

Y v s s A a ¥v¥ A oA o ¢
HN1EYiIR m@]mmiﬁ]zu%i"l%lmmmmm Gl‘ﬁ@]\iﬂ%ﬂWT%Lﬂiﬂ\iLLJJﬂHEJVIi]%VHﬂTiLLGIﬁ
1.1.1 llﬂﬁ Start > Control Panel >

[ I
1.1.2 YSuywueaiu Category

9 H
1.1.3 AanN Choose Home group and Sharing options ANNIN
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Adjust your computer’s settings

System and Security
Review your computer's
status

Back up your computer
Find and fix problems

- Metwork and Internet
View network status and tasks
Choose homegroup and
sharing options

Hardware and Sound
Wiew devices and printers
Add a device

Connect to a projector

Adjust commenly used
mebility settings

1.2 Aan Change advanced sharing settings.

Ay
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View by: Category ~

User Accounts and

Family Safety

'@Add CF FEMOVE User
accounts

'@ Set up parental controls for
any user

Appearance and

Personalization

Change the theme

Change desktop background
Adjust screen reselution

Clock, Language, and
Region
Change keyboards or other

Share with other home computers running Windows 7

Q% This computer can't connect to a hemegroup.

L To create or join 2 homegroup, your computer's network location must be set to Home.

What 1= a network location?

With a hemegroup, you can share files and printers with other computers running Windows 7. You can also

strearn media to devices, The homegroup is protected with
what you share with the group.

Tell me more about homegroups

Change advanced sharing settings...

Start the HomeGroup troubleshooter

1.3 ¥11A151890 Publish (Current Profile)
1.3.1 Network Discovery: 1aon......
1.3.2 File and Printer sharing: 1fon

1.3.3 Publish folder sharing: 1aen

a password, and you'll always be able to choose

Create a homegroup
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Change sharing options for different network profiles

Windows creates a separate network profile for each network you use, You can choose specific options for

each profile,
Home or Weork (%)
Public (current profile) ()

Metwork discovery

When network discovery is on, this computer can see other network computers and devices and is
visible to other network computers, What is network discovery?

@ Turn on network discovery
7 Turn off netwerk discovery

File and printer sharing

When file and printer sharing is on, files and printers that you have shared from this computer can
be accessed by pecple on the network.

@ Turn on file and printer sharing
(7 Turn off file and printer sharing

Public folder sharing

When Public folder sharing is on, people on the netwoerk, including homegroup members, can
access files in the Public folders. What are the Public folders?

@ Turn on sharing so anyone with network access can read and write files in the Public
folders

(71 Turn off Public folder sharing (pecple logged on to this computer can still access these
folders)

[ Bl Save changes ][ Cancel

1.3.4 File Sharing connection: 1aon

1.3.5 Password protected sharing: 1aon

d‘ I v =R
1.3.6 NA Save Change tWoiilunmsiiunn

File sharing connections

Windows 7 uses 128-bit encryption to help protect file sharing connections, Some devices don't
support 128-bit encryption and must use 40- or 56-bit encryption.

i@ Use 128-bit encryption to help protect file sharing connections (recommended)
(") Enable file sharing for devices that use 40- or 56-bit encryption

Password protected sharing

When password protected sharing is on, only people who have a user account and password on
this computer can access shared files, printers attached to this computer, and the Public folders, To
give other people access, you must turn off password protected sharing.

() Turn on password protected sharing
@ Turn off password protected sharing
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1.4 180N Control Panel
1.4.1 Y¥uyuueuilu Small icon

1.4.2 Aan Windows Firewall

@Qv|@ » Cont.. » ANC.. » - |<f-,|| Search Control Panel

Adjust your computer’s settings Viewby: Largeicons ¥

B3| windows CardSpace & Windows Defender

ﬁ Windows Firewall @ Windows Mobility Center
lﬂ Windows Update @ AUHL

1.43 Aan Allow a program or feature through Windows Firewall.

Control Panel Home

Allow a program or feature
through Windows Firewall

Change notification settings

Turn Windows Firewall on or
off

Restore defaults

@E S &

Advanced settings

Troubleshoot my network

See also
Action Center
Metwork and Sharing Center

1.4.4 A@an File and Printer sharing
1) 180n Home/Work (Private)
2) 189N Public

1.4.5 DM ok
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Allow programs to communicate through Windows Firewall

Teo add, change, or remove allowed programs and ports, click Change settings,

What are the risks of allowing a proegram to communicate? @Chﬂﬂg& settings

Allowed programs and features:

Mame Home/Work (Private)  Public =
[ Distributed Transaction Coordinator
Easy Printer Manager
EPM Alert

EPM CDA ScanZPC
EPM Order Supplies
File and Printer Sharing

ooooog
REERO
m

3
3

W Google Chrome
O HomeGroup O O
HP Color Laserlet Pro MFP M177 EWSProxy
HP Color Laserlet Pro MFP M177 FaxApplications
HP Color Laserlet Pro MFP M177 FaxPrinterUtility
HP Color Laserlet Pro MFP M177 SendAFax i

[ Allow another program... l

2. NAFBUMIMNY
° . A o A ' A Y A ' ~
2.1 MInaaeUM3s Ping 11na3e4 B lilduases A 11a1m1sa ping lansewlarlda
ABNNINADS B
2.2 %115 ping lU6aA309 A 130 ping taTeetarematiueelasly Command Ping

Computer Name W30 ping IP Address

d tﬁ’ Y d d’ (Y} A d’ |l
3. %3 Folders NA9IN1UY T UHIATIDIHANHIDIAIDINY
3.1 Folder thﬁff) Share A

3.1.1 AANVIN folder
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Open
Open in new window
Add to VLC media player's Playlist
Play with VLC media player
@ AIMP32 b
Share with J
Send to L
Cut
Copy
Create shortcut
'@' Delete
Properties
A .
3.2 1a®on Tab: Sharing
2
T80 B 2 2] OO TR
=
3. 2.2 BABMN ()it
i . | sz |
| . Perflegs Properties
all.
General | Sharing |Semrity I Previous Versions | Customize |
i R
Network File and Folder Sharr| Advanced Sharing -
PerfLogs
l | Not Shared W5
Metwork Path: Settings
Mot Shared Share name:
Share... PerfLogs
Add Remaove
Advanced Sharing . ]
Set custom pemissions, creaty Limit the number of simultaneous users to: 0 =
advanced sharing options.
Comments:
[ '@'Mvanc&d Sharing...
Password Protection
People must have a user acot Permissions ] [ Caching ]
computer to access shared fol
To change this setting, use thi
o) Coe ) o

Cancel Apply
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Y
3.3 MINUUNINITNA Permission
Y
3.3.1 aan Everyone
3.3.2 mimsUsuaunn

3.3.3 NA OK 1Waynsiunnm

| Permissicns for Perflogs M

Share Pemissions

Group or user names:

82 Everyone

Pemissions for Everyone

Full Cantrol
Change
Read

Leam sbout access control and pemissions

[ oK || Cancel || Apply

)

3.4. 180N Tab: Sharing
3.4.1 A0 Share 1IAUUMS
3.4.2 iuwaa 'y Everyone ttazna Add
3.4.3 1800 Read/Chang

3.4.4 M1M15NA Share AL NA ok
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LUUAIINLAIDUIYLIE LNIINP DD
| Perflogs Properties i
u |22 File Sharing - -
| General | Sharing | Security | P =
Network File and Folder Sharing Choose l:)e[‘.'pm. to share with
Perflogs
l | Not Shared Type a name and then click Add, or click the arrow to find someone,
Metwarle Path:
Mot Shared
= [~ Add
e Kru_eak
Everyone Level
Advanced Sharing Create a new user... -
Set custom pemissions, create mi
advanced sharing options.
’ @At_:lvanoed Sharing...
Password Protection
People must have a user account
computerto access shared folden I'm having trauble sharin
To change this setting, use the N
[ @Share ] [ Cancel

} } Vo @ P 2 g
3.5 AT Iuys a5 eus oo 923 Network Path ¥uu1 1901 URL aigaii'li

A - )

J A ]
insoagnior e la luns o

=)

Ta

@ |23 File Sharing >

Your folder is shared.

You can g-mail somecne links to these shared itemns, or copy and paste the links inte another program.

Individual ltems A

| Perflogs
WEAK-PC\Perfly

Copy Link

i'., Shared items aren't accessible when your computer is asleep.

Show me all the network shares on this computer,

Dane
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y o A Ay ¥ = @ A " ' .
3.6 ﬁ]'lﬂuuvl,ﬂfl\uﬂif]\‘lqﬂ‘ﬂﬁﬂ\‘]ﬂ'ﬁl‘lﬂll']ﬂ\?vlwafl]'lﬂlﬂiﬂﬁlluﬂﬂﬂu Windows + R UU

a do 1
Keyboard H3® Search &3M¥##191 Run

Programs (1)
i3] Run

Control Panel (10}

Run programs made for previous versions of Windows
P Yiew recommended actions to keep Windows running smoothly

1B Show which operating systern your computer is running

1B View running processes with Task Manager

—
' 5See more results

| Shut down | ¥ |

run ® |

A o i A ° o r
eI ATE A Tt VL WoNZINTLss g

S

= Run
= Type the name of a program, folder, document, or Internet
—_ resource, and Windows will open it for you.
Open: PerfLogs (file://EAK-PC/PerfLogs) -
[ QK ] [ Cancel I l Browse...

< ' A Y A o J A (IR
3.8 3¥IMU Folders 914 ) ‘VI’E]Qﬂ’]EIGlﬂ Folders 1 NNTLUYTUULATOILNUVY

I\;/\,..-"' | , # Local Disk (C:) » PerfLogs » - |¢f|| Searcl

Include in library - Share with - Burn Mew fol

Organize =
~ ks
i Favorites i LRI
Bl Desktop | J Admin

4 Downloads

.
=l Recent Places
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uaziupeugamend s lFaudoyalu Folder ¥0 Admin 1@

4. msmx% Printer

o a g’/ A a g Y 9
4.1 MMIAAAUATOINUN NS OV5 08

HP Color Laserlet
Pro MFP M177
PCLmS

4.2 Myiua Work group Tt group AN

System Properties |t

Computer Name |Hardware Advanced | System Protection I H.emutel

Eh'h_' Windows uses the following information to identify your computer
= onthe network.

Computer description: |
For example: "Kitchen Computer” or "Many's
Computer”.

Full computer name: eak-PC

Worlgroup: WORKGROUP

To use a wizard to join a domain or workgroup, click
Network 1D Metwarl 1D...
To rename this computer or change itz domain or
worlegroup, click Change. ange...

[ ok || cancel || ppy

Y A
4.3 UU Windows 7 AanT Control Panel 1880 Network and Sharing Center

KA Network and Sharing
Center
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4.4 Aani Change advance sharing setting

:...: e All Control Panel Items » Metwork and Sharing Center

GO

Control Panel Home . . . .
View your basic network information ar

Manage wireless networks | | =
9 Eb....! o
Ch dapter setti

B EAK-PC WIFLCALLADMII
Change advanced sharing (This computer)

SEHNgs Wiew your active networks

WIFI_CALLADMINMET
Public network

4.5 fvual

4.5.1 Turn on network discovery

4.5.2 Turn on file and printer sharing

4.5.3 Turn on sharing so anyone with network access can read and write file in
the public folder

4.5.4 Turn off password protected sharing (‘mﬂllij Turn off password protected

. Y . q Y 9 o
sharing {1817 Windows 2213119 connect HAZADNNTONTHEWIU)
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@th@ « MNet.. » Advanced sharing settings - | 4 | | Search Control Panel

Change sharing options for different network profiles

Windows creates a separate network profile for each network you use, You can choose specific options for
each profile,

Home or Work £
Public (current profile)

Metwork discovery

When network discovery is on, this computer can see other network computers and devices and is
visible to other network computers. What is network discovery?

@ Turn on network discovery
) Turn off network discovery

File and printer sharing

When file and printer sharing is on, files and printers that you have shared from this computer can
be accessed by people on the network.

@ Turn on file and printer sharing
(1 Turn off file and printer sharing

Public folder sharing

When Public folder sharing is on, pecple on the network, including homegroup members, can
access files in the Public folders, What are the Public folders?

@ Turn on sharing so anyone with network access can read and write files in the Public folders

() Turn off Public folder sharing (people logged on to this computer can still access these
folders)

[ '@'Savechanges H Cancel

4.6 ﬂaﬂﬂ‘n Save changes

I I&'SE‘-’E changes ]I Cancel

tg’ { 4 a 4
4.7 AANYNNATOINUNIADN Printer properties
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See what's printing

QB LaserJet
———| ¥ Setas default printer
Printing preferences
Printer prope&ies
Create shortcut
Troubleshoot
ate; @ ?& R TG
del: HP LaserJet bt
ory: Printer Properties
A 9
4.8 “lﬁmsmwmagﬂwm .......................................... LIRS e
9 Qy 1
uadnanijy OK
ds HP Color Laserlet Pro MFP M177 PCLmS Properties o]

| General | Sharing | Parts I Advanced | Color Management | Security | Device Settings |

./ Ifyou share this printer, only users on your network with a username
- and password for this computer can print to it. The printer will not
be available when the computer sleeps. To change these settings,
use the Metwork and Sharing Center,

[#] Share this printer
Share name: | HP Color Laserlet Pro MFP M177 PCLmS

[7] Render print jobs on client computers

Drivers

If this printer is shared with users running different versions of
Windows, you may want to install additional drivers, so that the
users do not have to find the print driver when they connect to the
shared printer.

[ Additional Drivess... ]

[ ok J[ canced [ ooy |

'
a a

Y 1 a 4 A a g Y A
4.9 lﬁﬂaﬂﬂﬂil Start 118 Run WUW \\ L0V Ip Address ﬂl@ﬂlﬂi@\?WNWﬂiﬁﬁJiﬂT‘i

E)

YUY Windows 7
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= Run u

=== Typethe name of a program, folder, document, or Internet
2= resource, and Windows will open it for you.

Open: Wp address vzaunZoaiend -

| ok || cance || Browse. |

v A 2 A A a 4 . A a ] a 1 A ] Yy A
4.10 AULUanaNNLATOINNN Windows 7 ﬂUiﬂTiﬂfﬁlﬁ']ll'ﬁﬂWlIWW']u!ﬂiﬂ"lnﬂllﬂﬁﬁﬂ

L"lgl}"lllﬂﬁ Control Panel Lﬁﬂﬂ Device and Printers

e
@Qv@ » Control Panel » All Control Panel ems » » + [ %3 ) Search Control Panel )

Adjust your computer’s settings View by: Large icons ¥

‘P’ Action Center Administrative Tools @ AutoPlay

i‘y Backup and Restore @.‘I Color Management @‘] Credential Manager .

| . Date and Time @ Default Programs @ Desktop Gadgets

g Device Manager i’Jg‘j Devices and Printers ! Display

@ Ease of Access Center l Folder Options h Fonts

II_:i’ Getting Started Q% HomeGroup E@ Indexing Options

2
4.11 fMMMsAaNAen Add a printer
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. —
'\../”\ufl |?,a » Control Panel » Hardware and Sound » Devices and Printers » - |¢f | | Search Devices and Printers pe |

Add a device Add a printer = - @

4 Devices (2)

 EAK-PC USB OPTICAL
MOUSE

4 Printers and Faxes (10)

= W

."‘HI
HP Color Laserlet HP Color Laserlet HP Laserlet HP Laserlet " HP Laserlet HP Laserlet
Pro MFP M177 Pre MFP M177 P100& Professional Professional Professional
PCLmS Series Fax M1210 MFP M1212nf MFP P1102

Series Fax

9 9
4.12 MMIVUADUNT Add a printer awdenihaaii1iden A network printer. or a

printer attached computer LaZNA Next

&, l;é.;l Add Printer

What type of printer do you want to install?

< Add a local printer

Use this option only if you don't have a USE printer, (Windows automatically installs USE printers
when you plug them in.)

< Add a network, wireless or Bluetooth printer

Make sure that your computer is connected to the netwerk, or that your Bluetooth or wireless
printer is turned on.

e

4.13 199N Add a network wireless or Bluetooth printer HDENA Next
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@ = Add Printer

Select a printer

Printer Name |Addrss

@ Brother DCP-J315W [0080927faed 7] http://10.0.14.229:80/ WebServices/Device
@ Brother MFC-M430W [bcB55659c9a8) http://10.0.9.179:80/ WebServices/Device
2 5CX-5635 Series (Samsung) 10.01.60

@ MFC-J430W (Brother) 1009179

@ DCP-1315W (Brother) 10.014.229

e | Scorch again

= The printer that I want isn't listed

Mext |[ Cancel

A a o 1y . A 3 3 A A
4.14 nAN Group AYINUIFUVNUU Windows 7 oy Work group NAIBNNNYN

A [ A 4‘ A . A Y
Work group IHUBUNULLAZLIADNTDIATDN Print NADINIT

@ = Add Printer

Type a printer name

Printer name: Samsung SCX-5635 Series PCLG

This printer will be installed with the Samsung SCX-5635 Series PCLG driver.

Mext ][ Cancel

° ) v < ' E P I @ 3 2
4.15 ‘Vnﬂ’]llslluﬁf]uﬁ@llﬂﬂulﬂuj'] status: 9¢UU I Ready UAINA Next lﬂuﬂulﬁﬁﬂﬁu
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2|

) o= Add Printer

Printer Sharing
If you want to share this printer, you must provide a share name. You can use the suggested name or

type a new one. The share name will be visible to other network users,

() Do not share this printer

(@ Share this printer so that others on your network can find and use it

Share name: Samsung 5CX-5635 Series PCLG
Location:

Comment:

[ Mext ][ Cancel

Y
4.16 1890 Share this printer so that on your network can find and use it 113IAAN Next

it

&) = Add Printer

You've successfully added Samsung 5CX-5635 Series PCL6

[] Set as the default printer
You can choose a default printer for home, work, and other places you go. Set up multiple
default printers...

To check if your printer is working properly, or to see troubleshooting information for the printer, print a
test page.

Print a test page

| Finish |l Cancel ]

2 y g Yy a & a oy v E v 4w
4.17 muﬁ@ugﬂﬂ']ﬂlﬂuﬂ'ﬁ!lﬂq FAAFNLIYUTIDYLLATI DSUVUIN Ready LLaINA next Lﬂu@u

g £
(@I U
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5. MIu¥9 Hard disk
a I'4
5.1 WalWlawes Computer
9 I'4

2 A ¢ (A
5.1.1 ﬂaﬂ“ll’JWlulﬂiV\'VIﬁﬂQLW’i

5.1.2 1A®NAAS Share with > Advanced sharing

4 Hard Disk Drives (3)

o]
Local Disk (C:) | Local D #=
o Open in new window
4 Devices with Removabl Share with 3 Advanced sharing...

Restore previous versions

ana D

Include in library 3
Add to archive...

Add to "Archive.rar”

DVD RW Drive CD Dr
(F)

Compress and email...
Compress to "Archiverar” and email

mshifasm Tnaransi lasad linsadia »

o Gl o i o

Format...

Copy

Create shortcut

Rename

Properties

Y . J (A Y s
5.2 1NN System Properties EIJ’ENllﬂ5V\|ﬂﬁﬂﬂﬂ1ill%illﬁﬂdﬁlﬁ]ﬂﬂ1
{ g
5.2.1 1% uny Sharing

5.2.2 Aan Advanced Sharing
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=z Local Disk Org (D) Properties

L% |

Security |

Previous Versions | CGuota

I Customize |

General | Tools I Hardware

| Sharing

Metwork File and Folder Sharing
. R
= Not Shared

Metwork Path:
Mot Shared

Share...

Advanced Sharing

advanced sharing options.

[ '@'Mvanc&d Sharing... l

Set custom permigsions, create multiple shares, and set other

Cancel
L

Apply

Y ! v
5.3 aow1dnanyiuAso1u1egni Share this folder

5.3.1 Iﬁlﬁ’ﬂlﬂﬁﬁ Share name: ﬂzﬁ%ﬂqﬂgw

Advanced Sharing

@

........... NADINITUYILUTANDDNNN
L A = @

5.3.2 aAanN OK (@I UUUADUNITILYT Hard disk

X

Settings

Share name:

b
Add Remove

Limit the number of simultaneous users to:

Permissions ” Caching ]

[ o

] [ Cancel

J

Appl'.-']
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1PNA1501999

nonNY 29 £91%11a . Guide & Practice Network Administration. uu‘mﬁ:

Vldd A Jd oo o
3]

A WILNYT 91NA. 2553

J a @ o a a 4 y
rhenaamisdems1I3nsnouiimes. MmsdeasvoyanazinIoue.nFUNNe:

A g

v Y
UIHNTOAYATY 91NA %,Wiuﬁ(l99l). 2551

v
a

a a aw J a v a d Y]
WA WVIfJT]j3'J'JGJJu.ﬂﬂﬂﬂﬁgﬂnlﬂ%i’)qhﬂﬂ?)uwmﬂﬁi Intranet/Internet ﬂ‘].l‘ilél:ﬁﬂgljﬂ.

a g

v Y
NIUNWIUTENGIDAYLA YU N4 "iJ.Wiuﬁ' (1991). 2551

U

v A

an 4 a a d A U Y dan d v
IUNT LllNﬂizﬂ‘]eljjﬁu.ﬂNﬂi‘i%‘]J‘]J!ﬂii’]slﬂfJ!!‘]J‘Uﬂ‘i.l‘U@)1‘%158]51&‘"5 a1 .nFUNN:
A v AaAd o o w <} ()]
UTHNELDAYAFU 1NA L’E)Glf.!,@u.ﬂ'?ﬂ 2547
%0 LNITUNT 191252V Network ativanysal.uunijs:
a o aA a a aa J I J o w
“]Ji‘]%l“l/lvl,@ﬂ‘;]f GHI‘V\I AANITUAUNDT IFUINDT 31NA.2546
A v A ' ady U
Li@\i]’lﬂi INANA. 191238 UY TCP/IP: YABDUVDN Protocol !!i‘l%?ﬁﬂﬁ)ﬁfm. NIIUNNA:
VIEN T59%u 91na. 2544
Cisco Systems, Inc. Cisco Networking Academy Program CCNA 1 and 2 Companion
Guide. Indiana USA: Cisco Press. 2005
Cisco Systems, Inc. Cisco Networking Academy Program CCNA 3 and 4 Companion

Guide. Indiana USA: Cisco Press. 2004

FuAunn http://www.tnetsecurity.com/content_basic/tcp_ip_knowledge.php

(FUAWNBTUN 8 NUIAN 2556)
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