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Network Model and Protocol 

แบบจ ำลองเครือข่ำยและโพรโทคอล 
  
สาระส าคัญ 

การออกแบบระบบเครือข่ายนั้นจะท าการแบ่งหน้าท่ีของการท างานต่าง ๆ ออกเป็นล าดบั
ชั้น (Layer) โดยท่ีแต่ละ Layer จะท าการรับขอ้มูลจาก Layer ท่ีสูงกวา่ลงมาและส่งผา่นไป Layer ท่ี
ต ่ากวา่ลงไปเร่ือย ๆ จนถึง Layer ล าดบัล่างสุด ซ่ึงจะเป็นตวักลางทางกายภาพ (Physical Medium) 
หรือสายสัญญาณท่ีใชท้  าการส่งขอ้มูลกนัจริง ๆ มกัจะมองวา่ เกิดการส่ือสารกนัระหวา่ง Layer ท่ีมี
ล าดบัตรงกนั กบัคอมพิวเตอร์ทั้งสองฝ่ังข้ึน ซ่ึงจะเรียกว่าการส่ือสารเสมือน (Virtual Communication) 
ซ่ึงการส่ือสารท่ีเกิดข้ึนจริงจะถูกส่งผ่านตาม Layer บนลงมาจนถึง Layer ล าดบัล่างสุด ซ่ึงเป็น
ตวักลางการส่ือสารและส่งผ่านไปให้คอมพิวเตอร์อีกด้านหน่ึงและผ่าน Layer จากชั้นล่างสุดไป
จนถึง Layer ชั้นบนสุดวิธีการท่ี Layer ในล าดบัท่ีตรงกนัของเคร่ืองท่ีท าการส่ือสารกนั จะถูกเรียกว่า 
โพรโทคอล (Protocol) เช่น การคุยผา่นอินเทอร์เน็ต (Internet Relay Chat : IRC) หรือเรียกวา่การ
แชท (Chat) ซ่ึงเหมือนเกิดการส่ือสารข้ึนจริง ระหวา่งคู่สนทนาท่ีอยูห่่างไกลออกไป แต่ในความ
เป็นจริงเม่ือเราท าการพิมพข์อ้ความ ขอ้ความนั้นจะถูกดดัแปลงสัญญาณทางไฟฟ้าและถูกส่งลงไป
ใน Layer ของการส่ือสารตามตั้งแต่ล าดบัล่างสุดไปจนถึงระดบับนสุด ในกรณีน้ีโปรแกรม Chat ท่ีใช้
งานจะตอ้งมีวธีิการส่ือสาร มีขอ้ตกลงหรือ Protocol เดียวกนั จึงจะสามารถส่ือสารกนัไดแ้ละตอ้งใช้
งานผา่นเคร่ืองบริการ (Server) เพื่อจดัการเก่ียวกบัขอ้มูลการคุยผา่นอินเทอร์เน็ต 

 
สาระการเรียนรู้  

1. แบบจ าลอง OSI ส าหรับระบบเครือข่าย 
2. แบบจ าลอง TCP/IP 
3. โพรโทคอล (Protocol) ส าหรับเครือข่าย  
4. ไอพีแอดเดรส (IP Address)  และดีเอน็เอส (DNS) 
5. ใบงานท่ี 3  ตั้งค่า IP Address  และ Subnet 
6.   ใบงานท่ี 4  การแชร์ทรัพยากรบนเครือข่าย (Network Sharing) 
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จุดประสงค์การเรียนรู้  
จุดประสงค์ทัว่ไป 

1. เพื่อใหมี้ความเขา้ใจหลกัการของแบบจ าลอง OSI แบบจ าลอง TCP/IP และโพรโท
คอล (Protocol) ในระบบเครือข่ายคอมพิวเตอร์ 

2. เพื่อใหมี้คุณธรรม จริยธรรมในงานอาชีพและตระหนกัถึงคุณค่าของปรัชญา
เศรษฐกิจพอเพียง 

จุดประสงค์เชิงพฤติกรรม 
  ด้านความรู้ (ทฤษฎ)ี 

1. อธิบายหลกัการของแบบจ าลอง OSI ไดถู้กตอ้ง 
2. อธิบายหลกัการของแบบจ าลอง TCP/IP ไดถู้กตอ้ง 
3. อธิบายหลกัการของโพรโทคอล (Protocol) ไดถู้กตอ้ง 

4. อธิบายหลกัการไอพีแอดเดรส (IP Address)  และดีเอน็เอส (DNS) ไดถู้กตอ้ง 
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แบบทดสอบก่อนเรียน 
หน่วยที ่3 แบบจ าลองเครือข่ายและโพรโทคอล  

 
ค าช้ีแจง 
1. ใหท้  าเคร่ืองหมายกากบาท () ลงบนกระดาษค าตอบขอ้ท่ีถูกท่ีสุดเพียง 1 ขอ้ 

2. แบบทดสอบมีจ านวน 12 ขอ้ ใหท้  าทุกขอ้ 
3. เวลา 12 นาที 
--------------------------------------------------------------------------------------------------------------------------------------- 

1. Layer ระดบับนของ OSI Model   คือขอ้ใด 
ก. Network Layer   
ข. Data Link Layer  
ค. Application Layer  
ง. Presentation layer   
จ. Session Layer  

2.  Layer ใดท่ีเก่ียวกบัแรงดนัไฟฟ้า มีการเช่ือมต่อสายและมีระยะเวลาในการส่งขอ้มูลแต่ละ Bit 
ก. Presentation layer   
ข. Transport Layer    
ค. Session Layer  
ง. Data Link Layer 
จ. Physical Layer  

3. ขอ้ใดหมายถึง Presentation Layer  
ก. เก่ียวกบัรูปแบบของขอ้มูลการเขา้รหสั ถอดรหสั เพื่อใหค้อมพิวเตอร์สามารถส่ือสารกนัได ้
ข. การควบคุมเทอร์มินอล ชนิดต่าง ๆ รูปแบบการแสดงผลทางจอภาพอาจมีความแตกต่างกนั 
ค. การหาเส้นทางเพื่อพิจารณาวา่ Packet จะถูกส่งจากตน้ทางไปยงัปลายทางไดอ้ยา่งไร 
ง. ท าการควบคุม การส่งขอ้มูลดิบใหเ้หมือนกบัวา่ไม่มีขอ้ผิดพลาดเกิดข้ึน 

จ. ท าการถ่ายโอนไฟลร์ะหว่างเคร่ืองและยงัท าหนา้ท่ีเก่ียวกบัการซิงโครไนซ์เซชัน่ 
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4. TCP/IP พฒันาข้ึนมาเพื่อจุดประสงคใ์นขอ้ใด  
ก. ส าหรับใชง้านจดหมายอิเลก็ทรอนิกส์  
ข. ตรวจสอบความถูกตอ้ง ของขอ้มูล 
ค. สามารถหาเส้นทางท่ีจะส่งขอ้มูลไปไดเ้องโดยอตัโนมติั  
ง. ติดต่อส่ือสารระหวา่งระบบท่ีมีความแตกต่างกนั  
จ. เพื่อคอยแยกขอ้มูล ใหมี้ขนาดพอเหมาะ 

5. Internet Protocol (IP) ท าหนา้ท่ีเก่ียวกบัอะไร  
ก. ใชเ้ป็นขอ้มูลส าหรับอุปกรณ์จดัเส้นทาง (Router)  
ข. จดัการเก่ียวกบั Address, Data และควบคุมการส่งขอ้มูล 

ค. การรับขอ้มูลจากชั้นส่ือสาร IP มาแลว้ส่งไปยงั Node  
ง. จดัการเก่ียวกบั Packet 
จ. เขา้รหสัขอ้มูล 

6. ขนาด Header ของ IP คือขอ้ใด  
ก. 10 Bytes  
ข. 20 Bytes  
ค. 32 Bytes  
ง. 64 Bytes  
จ. 128 Bytes 

7. Protocol ท่ีท าหนา้ท่ีแปลงขอ้มูลช่ือเวบ็ไซตห์ลายใหเ้ป็นหมายเลข IP Address คือขอ้ใด 

ก. DNS  
ข. SNMP  
ค. DHCP  
ง. Packet 
จ. FTP 

8. File Transfer Protocol (FTP) ดา้นServer ใช ้Port ใดในการส่ือสาร 
ก. 67 

ข. 161 
ค. 21 

ง. 80 

จ. 53 
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9. โพรโทคอลท่ีใชส้ าหรับการบริการดา้น Web คือขอ้ใด 
ก. DNS  
ข. HTTP 

ค. SNMP  
ง. DHCP  
จ. FTP 

10.  IP หมายเลข 10.0.5.130 อยูใ่นกลุ่ม IP Class ใด 
ก. Class E 

ข. Class C  
ค. Class D 
ง. Class A  
จ. Class B  

11.  ขอ้ใด หมายถึง IP Address 
ก. หมายเลข ประจ าเคร่ืองคอมพิวเตอร์ 
ข. เครือข่ายของผูใ้หบ้ริการอินเตอร์เน็ต 
ค. โพรโตคอลส าหรับโอนยา้ยขอ้มูล 
ง. การตั้งช่ือเป็นตวัอกัษรเพื่อใชแ้ทน IP 
จ. www.technicphrae.ac.th 

12.  โดเมนเมนน้ี www.electronic.ac.th เป็นโดเมนประเภทใด 

ก. เครือข่ายของเอกชน  
ข. เครือข่ายของผูใ้หบ้ริการอินเตอร์เน็ต 

ค. เครือข่ายของหน่วยงานรัฐบาล  
ง. เครือข่ายขององคก์รท่ีไม่มุ่งหวงัก าไร 

จ. เครือข่ายของหน่วยงานการศึกษา 

 
 

 
 
 
 
 

http://www.electronic.ac.th/
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เนือ้หาสาระ 

1. แบบจ าลองของ OSI (OSI Model) 
  การส่ือสารระหวา่งคอมพิวเตอร์เคร่ืองหน่ึงจะส่งขอ้มูลไปยงัคอมพิวเตอร์อีกเคร่ืองหน่ึงได้
นั้นจะตอ้งอาศยักลไกหลาย ๆ อยา่งร่วมกนั ท างานต่างหนา้ท่ีกนัและเช่ือมต่อเป็น Network เขา้ ดว้ยกนั 
ปัญหาท่ีเกิดข้ึนคือการเช่ือมต่อมีความแตกต่าง ระหว่างระบบและอุปกรณ์หรือเป็นบริษทัผูผ้ลิตต่างกนั 
ซ่ึงเป็นส่ิงท่ีท าให้การสร้าง Network เป็นเร่ืองท่ียุง่ยาก เน่ืองจากขาดมาตรฐานกลางท่ีจ าเป็นในการ
เช่ือมต่อจึงไดเ้กิดหน่วยงานก าหนดมาตรฐานสากลข้ึนคือ International Standards Organization 
(ISO) ข้ึนและท าการก าหนดโครงสร้างทั้งหมดท่ีจ าเป็นตอ้งใช ้ในการส่ือสารขอ้มูลและเป็นระบบ 
เปิดเพื่อให้ผูผ้ลิตต่าง ๆ สามารถแยกผลิตในส่วนตามความสามารถและน าไปใชร่้วมกนัได ้ ระบบ 
Network คอมพิวเตอร์ท่ีใชปั้จจุบนั จะถูกออกแบบให้มีโครงสร้างท่ีแน่นอน และเพื่อเป็นการลดความ 
ซบัซอ้นเครือข่ายส่วนมากจึงแยกการท างานออกเป็นชั้น ๆ (Layer) ก  าหนดหนา้ท่ีในแต่ละชั้นไวอ้ยา่ง 
ชดัเจน แบบจ าลองส าหรับอา้งอิงแบบ Open System Interconnection Reference Model (OSI) หรือ
ท่ีนิยมเรียกกนัทัว่ไปวา่ OSI Reference Model ของ ISO เป็นแบบจ าลองท่ีถูกเสนอและพฒันาโดย
องคก์ร ISO โดยบรรยายถึงโครงสร้างของสถาปัตยกรรม เครือข่ายในอุดมคติ ซ่ึงระบบเครือข่ายท่ี
เป็นไปตามสถาปัตยกรรมน้ีจะเป็นระบบเครือข่ายแบบเปิดและอุปกรณ์ทางเครือข่ายจะสามารถ
ติดต่อกนัได้ โดยไม่ข้ึนกบัว่าเป็นอุปกรณ์ของผูข้ายรายใด แบบ จ าลองส าหรับอา้งอิงแบบ OSI 
แสดงดงัภาพท่ี 3.1 และภาพท่ี 3.2 
 

 
 

ภาพท่ี 3.1 แบบจ าลองส าหรับอา้งอิง OSI 
ท่ีมา : เอกชยั  ไก่แกว้ (2556) 
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ภาพท่ี 3.2 การส่ือสารระหวา่งคอมพิวเตอร์ผา่น OSI Model  
ท่ีมา : เอกชยั  ไก่แกว้ (2556) 

 
1.1 การส่งผา่นขอ้มูลระหวา่งชั้น 
เม่ือ Computer A ตอ้งการส่งขอ้มูลไปยงั Computer B จะมีกระบวนการท างานต่าง ๆ ตาม 

ล าดบัดงัน้ี  
1.1.1 ขอ้มูลจาก Layer 7, 6, 5 จะถูกน ามาแยกเป็นส่วน ๆ แลว้ใส่ขอ้มูลเพิ่มเขา้ไปใน

ส่วนหวั เรียกว่า Header เพื่อใชใ้นการบนัทึกขอ้มูลท่ีจ าเป็นเช่น หมายเลข Port ตน้ทางและหมายเลข 
Port ปลายทางรวมมาเป็นกลุ่มขอ้มูล (Data Segment) ใน Layer 4 ซ่ึงเรียกวา่ TCP Segment  

1.1.2 จากนั้นขอ้มูล Layer 4 จะถูกส่งผา่นลงไปยงั Layer 3 และจะถูกใส่ Header อีกซ่ึง
เป็นการเพิ่ม Header เป็นชั้น ๆ เรียกวา่การ Encapsulate ซ่ึงในส่วนน้ีจะเหมือนกบัการเอาเอกสาร 
ใส่ซองจดหมายแลว้จ่าหนา้ซองระบุผูส่้งและผูรั้บ คือเป็นการบนัทึกหมายเลข IP Address ของ Host
ตน้ทางและ Host ปลายทางไวด้ว้ย เม่ือการ Encapsulate เสร็จส้ินจะได ้ Data Segment ท่ีเรียกว่า 
Packet 

1.1.3 ขอ้มูล Packet จะถูกส่งผ่านไปยงัระดบัล่างอีก คือส่งไปให้ Layer 2 ในชั้นน้ี
ขอ้มูลจะถูกใส่ Header เพิ่มเขา้ไปท่ีส่วนหัวเพื่อเก็บ MAC Address ของตน้ทางและปลายทางและยงัมี
การใส่ขอ้มูลต่อเพิ่มเขา้ไปในส่วนทา้ยดว้ย ขอ้มูลท่ีต่อเพิ่มไปในส่วนทา้ยน้ีเรียกว่า Trailer จึงรวมกนั 
กลายเป็น Data Segment ของ Layer 2 ท่ีเรียกวา่ Frame 

1.1.4 ขอ้มูล Frame จะถูกแปลงให้เป็น Bit ของขอ้มูลเพื่อส่งไปตามส่ือเช่น สาย UTP, 
Fiber Optic ต่อไป การส่งสัญญาณทางไฟฟ้าไปตามส่ือต่าง ๆ น้ี เป็นการท างานในระดบั Layer 1 
เรียกวา่ Physical Layer แสดงดงัภาพท่ี 3.3 
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ภาพท่ี 3.3 การส่งผา่นขอ้มูลระหวา่งชั้น 
ท่ีมา : เอกชยั  ไก่แกว้ (2556) 

 

1.2 OSI Model ไดแ้บ่ง ตามลกัษณะของการท างานออกเป็น 2 กลุ่มใหญ่ ไดแ้ก่  
1.2.1 Application Oriented Layers เป็น 4 Layer ดา้นบนคือ Layer ท่ี 7, 6, 5, 4 ท าหนา้ท่ี 

เช่ือมต่อรับ ส่งขอ้มูลระหวา่งผูใ้ชก้บัโปรแกรมประยกุต ์ เพื่อใหรั้บส่งขอ้มูลกบั Hard ware ท่ีอยูช่ั้น
ล่างไดอ้ยา่งถูกตอ้ง ซ่ึงจะเก่ียวขอ้งกบั Soft ware เป็นหลกั  

1.2.2 Network Dependent Layers เป็น 3 Layers ดา้นล่าง ท าหนา้ท่ีเก่ียวกบัการรับส่ง
ขอ้มูลผ่านสายส่งและควบคุมการรับส่งขอ้มูลตรวจสอบขอ้ผิดพลาด รวมทั้งเลือกเส้นทางท่ีใช้ใน
การรับส่ง ซ่ึงจะเก่ียวขอ้งกบั Hard ware เป็นหลกั ท าให้ใชผ้ลิตภณัฑ์ต่างบริษทักนัไดอ้ยา่งไม่มี
ปัญหา แสดงดงัภาพท่ี 3.4 

 

 
 

ภาพท่ี 3.4 แบ่ง OSI Model ออกเป็น 2 กลุ่ม 
ท่ีมา : เอกชยั  ไก่แกว้ (2556) 
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1.3 แบบจ าลองส าหรับอา้งอิงแบบ OSI (Open System Interconnection Reference Model) 

หรือท่ีนิยมเรียกกนัทัว่ไปวา่ OSI Reference Model โดยจะบรรยายถึงโครงสร้างของสถาปัตยกรรม
เครือข่ายในอุดมคติ สถาปัตยกรรมน้ีจะเป็นระบบเครือข่ายแบบเปิดและอุปกรณ์ทางเครือข่ายยงั 
สามารถติดต่อกนัไดโ้ดยไม่ข้ึนกบัวา่เป็นอุปกรณ์ของผูข้ายรายใด แบบจ าลองส าหรับอา้งอิงแบบ 
OSI แบ่งการท างานออกเป็น Layer ดงัน้ี 

1.3.1 Layer 1 : Physical Layer ชั้นน้ีจะเก่ียวขอ้งกบัการส่งขอ้มูลระดบั Bit ผา่น ช่อง 
ส่ือสารขอ้มูล โดยการออกแบบจะตอ้งแน่ใจวา่จะสามารถส่งขอ้มูลออกไป และปลายทางจะตอ้ง 
รับขอ้มูลนั้นไดอ้ย่างถูกตอ้ง โดยส่วนใหญ่จะเป็นขอ้ก าหนดเก่ียวกบัเร่ืองของแรงดนัไฟฟ้า ว่า
จะตอ้งใชแ้รงดนัเท่าไรส าหรับแทนเลข "1" และเท่าใดส าหรับแทนเลข "0" ระยะเวลาในการส่งแต่
ละ Bit จะตอ้งห่างกนัเท่าใด รวมถึงรูปแบบของ Connector วิศวกรไฟฟ้าจะเก่ียวขอ้งโดยตรงกบั 
Layer ในล าดบัชั้นน้ี 

1.3.2 Layer 2 : Data Link Layer จุดประสงคห์ลกัของ Layer น้ีคือ จะท าการควบคุม การ
ส่งขอ้มูลดิบให้เหมือนกบัวา่ไม่มีขอ้ผิดพลาดเกิดข้ึน ท าให้ Layer ในล าดบัถดัไปไม่ตอ้งสนใจใน
เร่ืองน้ี วิธีการคือจะตอ้ง ท าการแตกขอ้มูลออกเป็นกอ้นๆเรียกวา่ เฟรมขอ้มูล (Data Frame) แลว้ท า
การส่งออกไปทีละชุดและรอการตอบรับ (Acknowledge Frame) กลบัมาในกรณีท่ีมีสัญญาณรบกวน 
ท าใหส้ัญญาณขาดหายไป จะตอ้งมีการบอกใหเ้คร่ืองตน้ทางท าการส่งขอ้มูลท่ีหายไปนั้นกลบัมาให้
ใหม่ นอกจากน้ีจะตอ้งมีการพกัขอ้มูลไวใ้น Buffer หากความเร็วในการส่งขอ้มูลของทั้งสองฝ่ายไม่
เท่ากนั 

1.3.3 Layer 3 : Network Layer หนา้ท่ีหลกัของ Layer น้ีจะเก่ียวขอ้งกบัการหาเส้นทาง 
(Route) เพื่อพิจารณาวา่ Packet จะถูกส่งจากตน้ทางไปยงัปลายทางไดอ้ยา่งไร การก าหนดเส้นทาง
อาจจะ ก าหนดตั้งแต่เร่ิมตน้การติดต่อหรือสามารถเปล่ียนแปลงไดต้ลอดเวลา (Dynamic) นอกจาก 
หากมีการส่งขอ้มูลขา้มเครือข่าย Network Layer จะตอ้งท าการจดัการปัญหาเก่ียวกบั ความแตกต่าง
ระหว่างเครือข่ายหรือใช ้Protocol แตกต่างกนั เพื่อให้แต่ละเครือข่ายสามารถเช่ือมต่อกนัได ้เสมือน
เป็นเครือข่ายเดียวกนั 

1.3.4 Layer 4 : Transport Layer ใน Layer น้ีจะคอยท าการติดต่อกบั Layer ถดัไป 
(Session Layer) เพื่อคอยแยกขอ้มูล ให้มีขนาดพอเหมาะและส่งต่อให้กบั Network Layer พร้อมทั้ง
ตรวจสอบวา่ขอ้มูลไดถู้กส่งไปถึงยงัปลายทางไดอ้ยา่งเรียบร้อยหรือไม่ โดย Layer น้ีจะตอ้งจดัการ
ไดอ้ยา่งมีประสิทธิภาพเพื่อเป็นการแยกให้ Session Layer เป็นอิสระจากการเปล่ียนแปลงทางดา้น
Hardware  
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1.3.5  Layer 5 : Session Layer นอกจากจะท าการส่งขอ้มูลแบบเดียวกบั Transport - 
Layer แลว้ ยงัมีการใหบ้ริการอ่ืน ๆ เช่น การยอมใหผู้ใ้ชง้านเขา้ไปใชง้านยงัเคร่ืองท่ีอยูห่่างไกลออกไป 
(Remote Login) หรือท าการถ่ายโอนไฟลร์ะหว่างเคร่ืองและยงัท าหนา้ท่ีเก่ียวกบัการซิงโครไนซ์เซชัน่ 
(Synchronization) หรือท าใหส้องระบบท างานอยา่งสัมพนัธ์กนั 

1.3.6  Layer 6 : Presentation layer ส าหรับ Layer น้ีจะสนใจในเร่ืองของรูปแบบของ
ขอ้มูล เช่นการเปล่ียนรหสัขา้มจาก ASCII เป็นรหัส EBCDIC เพื่อท าให้คอมพิวเตอร์ท่ีมีการเขา้ 
รหัสต่างกนัสามารถส่ือสารกนัได ้ นอกจากน้ีก็อาจท าการลดขนาดของขอ้มูล (Data Compression) 
หรือท าการเขา้รหสัของขอ้มูล (Data Encryption) เพื่อป้องกนัการโจรกรรมขอ้มูลไดด้ว้ย 

1.3.7 Layer 7 : Application layer ในส่วน Layer บนสุดจะเก่ียวขอ้งกบั Protocol
มากมาย ซ่ึงจะมีการใชง้านท่ีแตกต่างกนัโดยเฉพาะ ตวัอยา่งเช่นการควบคุมเทอร์มินอล (Terminal) 
ชนิดต่าง ๆ รูปแบบการแสดงผลทางจอภาพอาจมีความแตกต่างกนั ก็อาจมีการก าหนด Terminal 
เสมือนเพื่อเป็นตวักลาง ในการควบคุมการท างานของ Terminal  

ARPANET : Advanced Research Project Agency Network เกิดจากโครงการวิจยัทางการ 
ทหารของกระทรวงกลาโหมของสหรัฐอเมริกาโดยเร่ิมตน้จากมหาวิทยาลยับางแห่ง และเพิ่มจ านวน 
ข้ึนมากเร่ือย ๆ (ปัจจุบนัเป็นระบบ Internet) ARPANET ไม่ไดมี้การแบ่งรูปแบบตามแบบของ OSI 
เน่ืองจากมีการใชง้านก่อนก าหนดมาตรฐาน OSI เกือบ 10 ปี Protocol การส่ือสารระหวา่ง IMP จะ
เป็นการผสมผสานระหว่าง Layer 2 และ Layer 3 นอกจากน้ียงัมีกระบวนการตรวจสอบความถูกตอ้ง 
ของขอ้มูลท่ีฝ่ังรับของ IMP ดว้ย ARPANET มี Protocol ท่ีท างานคลา้ยในแบบจ าลองของ OSI ท่ี 
Network Layer และ Transport Layer เรียกวา่ IP (Internet Protocol) มีลกัษณะแบบ Connectionless 
และถูกออกแบบมาใหต่้อกบั LAN และ WAN ท่ีต่อกบั ARPA Internet Protocol ของ  ARPANET ท่ี 
Transport Layer ท างานแบบ Connection Oriented เรียกวา่ TCP (Transmission Control Protocol) 
ซ่ึงจะคลา้ย ๆ  กบั Protocol ของ OSI ท่ี Transport Layer แต่มีความแตกต่างกนัในดา้นรายละเอียด
และ TCP ถูกใชง้านอยา่งแพร่หลายมากในระบบปฏิบติัการตระกูล UNIX ARPANET ในระยะแรก
ไม่มี Session และ Application Protocol แต่ภายหลงัก็มี Application Protocol ต่าง ๆ ซ่ึงไม่ไดมี้
โครงสร้างแบบเดียวกบั OSI บริการท่ีมีเช่น FTP (File Transfer Protocol) หรือการถ่ายโอนไฟล ์ 
SMTP (Simple Mail Transfer Protocol) ส าหรับใชง้านจดหมายอิเลก็ทรอนิกส์ และ TELNET ส าหรับ
การขอใชง้านจากระยะไกล ในระยะหลงั ๆ เม่ือ ARPANET ไดก้ลายเป็น Internet แลว้ ไดมี้การพฒันา 
Application Protocol ข้ึนมามากตามมาภายหลงั เช่น HTTP, NNTP เป็นตน้ 
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2. แบบจ าลอง TCP/IP 
TCP/IP (Transmission Control Protocol/Internet Protocol) เป็นชุดของ Protocol ท่ีถูกใชใ้น

การส่ือสารผา่น Internet โดยมีวตัถุประสงคเ์พื่อใหส้ามารถใชส่ื้อสารจากตน้ทางขา้มเครือข่าย ไปยงั
ปลายทางได ้และสามารถหาเส้นทางท่ีจะส่งขอ้มูลไปไดเ้องโดยอตัโนมติั ถึงแมว้่าในระหวา่งทาง
อาจจะผา่นเครือข่ายท่ีมีปัญหา Protocol ก็ยงัคงหาเส้นทางอ่ืนในการส่งผา่นขอ้มูลไปใหถึ้งปลายทาง
ได ้ ชุด Protocol น้ีไดรั้บการพฒันามาตั้งแต่ปี 1960 ซ่ึงใชเ้ป็นคร้ังแรกในเครือข่าย ARPANET ซ่ึง
ต่อมาไดข้ยายการเช่ือมต่อไปทัว่โลกเป็น Internet ท าให ้TCP/IP เป็นท่ียอมรับจนถึงปัจจุบนั   

จุดประสงคข์อง TCP/IP ในการส่ือสารคือ  
1)  เพื่อใชติ้ดต่อส่ือสารระหวา่งระบบท่ีมีความแตกต่างกนั  
2)  ความสามารถในการแกไ้ขปัญหาท่ีเกิดข้ึนในระบบเครือข่ายเช่นในกรณีท่ีผูส่้ง

และผูรั้บยงัคงมีการติดต่อกนัอยูแ่ต่ Node กลางท่ีใชเ้ป็นผูช่้วยในการรับส่งเกิดเสียหายใชก้ารไม่ได ้
หรือสายน าสัญญาณบางช่วงถูกตดัขาด กฎการส่ือสารน้ีจะตอ้งสามารถจดัหาทางเลือกอ่ืนเพื่อท าให้
การส่ือสารด าเนินต่อไปไดโ้ดยอตัโนมติั  

3) มีความคล่องตวัต่อการส่ือสารขอ้มูลไดห้ลายชนิดทั้งแบบท่ีไม่มีความเร่งด่วน 
เช่น การจดัส่งแฟ้มขอ้มูล และแบบท่ีตอ้งการรับประกนัความเร่งด่วนของขอ้มูล เช่น การส่ือสาร
แบบ Real Time และทั้งการส่ือสารแบบเสียง (Voice) และขอ้มูล (Data)  

การส่ือสารขอ้มูลในแต่ละ Layer  ผา่น TCP/IP เร่ิมตน้ตั้งแต่การ Encapsulation ไปจนถึง       
ขั้นตอนสุดทา้ย Demultiplexing   แสดงดงัภาพท่ี 3.5 

 

 
 

ภาพท่ี 3.5 ขั้นตอนการ Encapsulation และ Demultiplexing 
ท่ีมา : เอกชยั  ไก่แกว้ (2556) 
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การส่งขอ้มูลผา่นในแต่ละ Layer  โดยแต่ละ Layer จะท าการประกอบขอ้มูลท่ีไดรั้บมากบั
ขอ้มูลส่วนควบคุมซ่ึงถูกน ามาไวใ้นส่วนหัวของขอ้มูลเรียกว่า Header ภายใน Header จะบรรจุขอ้มูลท่ี
ส าคญัของ Protocol ท่ีท าการ Encapsulate เม่ือผูรั้บไดรั้บขอ้มูล ก็จะเกิดกระบวนการท างานยอ้นกลบั 
คือ Protocol เดียวกนั ทางฝ่ังผูรั้บก็จะไดรั้บขอ้มูลส่วนท่ีเป็น Header ก่อนและน าไปประมวลและได้
ขอ้มูลวา่มีลกัษณะอยา่งไร ซ่ึงกระบวนการยอ้นกลบัน้ีเรียกวา่ Demultiplexing  

 

ขอ้มูลท่ีผา่นการ Encapsulate ในแต่ละ Layer มีช่ือเรียกแตกต่างกนั ดงัน้ี 
1) ขอ้มูลท่ีมาจาก User หรือก็คือขอ้มูลท่ี User เป็นผูป้้อนให้กบั Application 

เรียกวา่ User Data  
2) เม่ือ Application ไดรั้บขอ้มูลจาก User จะน ามาประกอบกบัส่วนหวัของ 

Application เรียกวา่ Application Data และส่งต่อไปยงั Protocol TCP  
3) เม่ือ Protocol TCP ไดรั้บ Application Data ก็จะน ามารวมกบั Header ของ 

Protocol TCP เรียกวา่ TCP Segment และส่งต่อไปยงัProtocol IP  
4) เม่ือ Protocol IP ไดรั้บ TCP Segment ก็จะน ามารวมกบั Header ของ Protocol 

IP เรียกวา่ IP Datagram และส่งต่อไปยงั Layer Host to Network Layer  
5) ในระดบั Host to Network จะน า IP Datagram มาเพิ่มส่วน Error Correction 

และ Flag เรียกวา่ Ethernet Frame ก่อนจะแปลงขอ้มูลเป็นสัญญาณไฟฟ้าส่งผา่นสายสัญญาณท่ี
เช่ือมโยงอยูต่่อไปในแต่ละ Layer ของโครงสร้าง TCP/IP แสดงดงัภาพท่ี 3.6 

 

 
 

ภาพท่ี 3.6 โครงสร้าง TCP/IP 
ท่ีมา : เอกชยั  ไก่แกว้ (2556) 

 

 หลกัการท างานตามโครงสร้าง TCP/IP มีดงัน้ี 
2.1 ชั้น Host Network (Host to Network Layer) Protocol ส าหรับการควบคุมการส่ือสาร ใน

ชั้นน้ี ไม่มีการก าหนดรายละเอียดอยา่งเป็นทางการ หนา้ท่ีหลกัคือการรับขอ้มูลจากชั้นส่ือสาร IP 
มาแลว้ส่งไปยงั Node ท่ีระบุไวใ้นเส้นทางเดินขอ้มูลทางดา้นผูรั้บก็จะท างานในทางกลบักนั คือรับ
ขอ้มูลจากสายน าสัญญาณแลว้น าส่งใหก้บัโปรแกรมในชั้นส่ือสาร 



76 

 
 

 

 

 
 

หน่วยที่ 3  

แบบจ ำลองเครือข่ำยและโพรโทคอล 

 

Network Model and Protocol 

2.2 ชั้นส่ือสารอินเทอร์เน็ต (The Internet Layer) ใชป้ระเภทของระบบการส่ือสารท่ีเรียกว่า 
ระบบเครือข่ายแบบสลบัช่องส่ือสารระดบั Packet (Packet Switching Network) ซ่ึงเป็นการติดต่อแบบ
ไม่ต่อเน่ือง (Connectionless)  หลกัการท างานคือการปล่อยให้ขอ้มูลขนาดเล็กเรียกว่า แพก็เกจ (Packet)  
สามารถส่งจาก Node ของผูส่้งไปตาม Node ต่าง ๆ ในระบบจนถึงจุดหมายปลายทางไดโ้ดยอิสระ 
หากวา่มีการส่ง Packet ออกมาเป็นชุดโดยมีจุดหมายปลายทางเดียวกนัในระหว่างการเดินทางใน
เครือข่าย Packet แต่ละตวัในชุดน้ีก็จะเป็นอิสระแก่กนัและกนั ดงันั้น Packet ท่ีส่งไปถึงปลายทาง
อาจจะไม่เป็นไปตามล าดบัก็ได ้

 2.2.1 ไอพี (Internet Protocol : IP) IP เป็น Protocolในระดบั Network Layer ท าหนา้ท่ี
จดัการเก่ียวกบั Address, Data และควบคุมการส่งขอ้มูลบางอยา่งท่ีใชใ้นการหาเส้นทางของ Packet 
กลไกในการหาเส้นทางของ IP จะมีความสามารถในการหาเส้นทางท่ีดีท่ีสุดและสามารถเปล่ียนแปลง 
เส้นทางไดใ้นระหวา่งการส่งขอ้มูลและมีระบบการแยกและประกอบดาตา้แกรม (Datagram) เพื่อ
รองรับการส่งขอ้มูลระดบั Data Link ท่ีมีขนาด MTU (Maximum Transmission Unit) ท่ีแตกต่างกนั 
ท าให้สามารถน า IP ไปใชบ้น Protocol อ่ืนไดห้ลากหลาย เช่น Ethernet, Token Ring หรือ Apple- 
Talk การเช่ือมต่อของ IP เพื่อท าการส่งขอ้มูลจะเป็นแบบ Connectionless  หรือเกิดเส้นทางการ
เช่ือมต่อในทุก ๆ คร้ังของการส่งขอ้มูล 1 Datagram โดยจะไม่ทราบถึงขอ้มูล Datagram ท่ีส่งก่อนหนา้ 
หรือส่งตามมา แต่การส่งขอ้มูลใน 1 Datagram  อาจจะเกิดการส่งได้หลายคร้ังในกรณีท่ีมีการแบ่ง
ขอ้มูลออกเป็นส่วนย่อย ๆ (Fragmentation) และถูกน าไปรวมเป็น Datagram เดิมเม่ือถึงปลายทาง 
แสดงดงัภาพท่ี 3.7 
 

 
 

ภาพท่ี 3.7 แสดงโครงสร้าง IP Header 
ท่ีมา : เอกชยั  ไก่แกว้ (2556) 
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Header ของ IP โดยปกติจะมีขนาด 20 Bytes ยกเวน้ในกรณีท่ีมีการเพิ่ม Option บางอยา่ง 
Field ของ Header IP จะมีความหมายดงัน้ี 

1) Version : หมายเลขเวอร์ชนัของ Protocol ท่ีใช้งานในปัจจุบนัคือ เวอร์ชนั 4 
(IPv4) และเวอร์ชนั 6 (IPv6)  

2) Header Length : ความยาวของ Header โดยทัว่ไปถา้ไม่มีส่วน Option จะมีค่า
เป็น 5 (5*32 Bit)  

3) Type of Service (TOS) : ใชเ้ป็นขอ้มูลส าหรับอุปกรณ์จดัเส้นทาง (Router) ใน
การตดัสินใจเลือกเส้นทาง (Route) ของขอ้มูลในแต่ละ Datagram แต่ปัจจุบนัไม่ไดน้ าไปใชง้านแลว้  

4) Length : ความยาวทั้งหมดเป็นจ านวน Byte ของ Datagram ซ่ึงมีขนาด 16 Bit 
ของฟิลด์ (Field) จะหมายถึงความยาวสูงสุดของ Datagram คือ 65535 Byte (64 Kbyte) แต่ในการส่ง
ขอ้มูล จริง ขอ้มูลจะถูกแยกเป็นส่วน ๆ ตามขนาดของ MTU ท่ีก าหนดในลิงค์ Layer และน ามา
รวมกนัอีกคร้ัง เม่ือส่งถึงปลายทาง Application ส่วนใหญ่จะมีขนาดของ Datagram ไม่เกิน 512 byte  

5) Identification : เป็นหมายเลขของ Datagram ในกรณีท่ีมีการแยก Datagram 
เม่ือขอ้มูลส่งถึงปลายทางจะน าขอ้มูลท่ีมี Identification เดียวกนัมารวมกนั  

6) Flag : ใชใ้นกรณีท่ีมีการแยก Datagram 
7) Fragment Offset : ใชใ้นการก าหนดต าแหน่งขอ้มูลใน Datagram ท่ีมีการแยก

ส่วน เพื่อใหส้ามารถน ากลบัมาเรียงต่อกนัไดอ้ยา่งถูกตอ้ง  
8) Time to Live (TTL) : ก าหนดจ านวนคร้ังท่ีมากท่ีสุดท่ี Datagram จะถูกส่ง

ระหวา่ง Hop (การส่งผา่นขอ้มูลระหวา่งเน็ตเวิร์ก) เพื่อป้องกนัไม่ให้เกิดการส่งขอ้มูลโดยไม่ส้ินสุด 
โดยเม่ือขอ้มูลถูกส่งไป 1 Hop จะท าการลดค่า TTL ลง 1 เม่ือค่าของ TTL เป็น 0 และขอ้มูลยงัไม่ถึง
ปลายทาง ขอ้มูล นั้นจะถูกยกเลิกและ Router สุดทา้ยจะส่งขอ้มูล ICMP แจง้กลบัมายงัตน้ทางวา่เกิด 
Time Out ในระหวา่งการส่งขอ้มูล  

9) Protocol : ระบุ Protocol ท่ีส่งใน Datagram เช่น TCP ,UDP หรือ ICMP  
10) Header Checksum : ใชใ้นการตรวจสอบความถูกตอ้งของขอ้มูลใน Header  
11) Source IP Address : หมายเลข IP ของผูส่้งขอ้มูล  
12) Destination IP Address : หมายเลข IP ของผูรั้บขอ้มูล 
13) Data : ขอ้มูลจาก Protocol ระดบับน 

 
 

http://dict.longdo.com/search/Dark%20Field
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2.2.2 ไอซีเอ็มพี (Internet Control Message Protocol : ICMP) ICMP เป็น Protocol ท่ี
ใชใ้นการตรวจสอบและรายงานสถานภาพของ Datagram ในกรณีท่ีเกิดปัญหากบั Datagram เช่น 
Router ไม่สามารถส่ง Datagram ไปถึงปลายทางได ้ICMP ถูกส่งออกไปยงั Host ตน้ทางเพื่อรายงาน
ขอ้ผิดพลาด  ท่ีเกิดข้ึน อยา่งไรก็ดี ไม่มีอะไรรับประกนัไดว้า่ ICMP Message ท่ีส่งไปจะถึงผูรั้บจริง
หรือไม่ หากมีการส่ง Router ออกไปแลว้ไม่มี ICMP Message ฟ้อง Error กลบัมา ก็แปลความหมาย
ไดส้องกรณีคือ ขอ้มูลถูกส่งไปถึงปลายทางเรียบร้อยหรืออาจจะมีปัญหา ในการส่ือสารทั้งการส่ง 
Router และ ICMP Message ท่ีส่งกลบัมาก็มีปัญหาระหวา่งทางได ้ICMP จึงเป็น Protocol ท่ีไม่มี
ความน่าเช่ือถือ (Unreliable) จะเป็นหนา้ท่ีของ Protocol ในระดบัสูงกว่า Network Layer ในการจดัการ
ให้การส่ือสาร นั้น ๆ มีความน่าเช่ือถือ ในส่วนของ ICMP Message จะประกอบดว้ย Type ขนาด 8 
Bit Checksum ขนาด 16 Bit และส่วนของ Content จะมีขนาดแตกต่างกนัตาม Type และ Code 
แสดงดงัภาพท่ี 3.8 
 

 
 

ภาพท่ี 3.8 แสดงโครงสร้าง ICMP Message 
ท่ีมา : เอกชยั  ไก่แกว้ (2556) 

 

2.3 ชั้นส่ือสารน าส่งขอ้มูล (Transport Layer) แบ่งเป็น Protocol 2 ชนิดคือ ชนิดแรกเรียกวา่ 
Transmission Control Protocol (TCP) เป็นแบบท่ีมีการก าหนดช่วงการส่ือสารตลอดระยะเวลาการ
ส่ือสาร (Connection Oriented) ซ่ึงจะยอมให้มีการส่งขอ้มูลเป็นแบบ Byte Stream ท่ีไวใ้จไดโ้ดยไม่
มีขอ้ผดิพลาด ขอ้มูลท่ีมีปริมาณมากจะถูกแบ่งออกเป็นส่วนเล็ก ๆ เรียกว่า Message ซ่ึงจะถูกส่งไปยงั
ผูรั้บผา่นทางชั้นส่ือสารของ Internet ทางฝ่ายผูรั้บจะน า Message มาเรียงต่อกนัตามล าดบัเป็นขอ้มูลตวั
เดิม TCP ยงัมีความสามารถในการ ควบคุมการไหลของขอ้มูลเพื่อป้องกนัไม่ให้ผูส่้ง ส่งขอ้มูลเร็ว
เกินกว่าท่ีผูรั้บจะท างานไดท้นัอีกดว้ย Protocol การน าส่งขอ้มูล ชนิดท่ีสองเรียกว่า UDP (User - 
Datagram Protocol) เป็นการติดต่อแบบไม่ต่อเน่ือง (Connectionless) มีการตรวจสอบความถูกตอ้ง
ของขอ้มูลแต่จะไม่มีการแจง้กลบัไปยงัผูส่้ง จึงถือไดว้า่ไม่มีการตรวจสอบความถูกตอ้งของขอ้มูล 
อย่างไรก็ตาม วิธีการน้ีมีขอ้ดีในด้านความรวดเร็วในการส่งขอ้มูล จึงนิยมใช้ในระบบผูใ้ห้และ
ผูใ้ชบ้ริการ (Client/Server System) ซ่ึงมีการส่ือสารแบบ ถาม ตอบ (Request/Reply) นอกจากนั้นยงั
ใชใ้นการส่งขอ้มูลประเภทภาพเคล่ือนไหวหรือการส่งเสียง (Voice) Internet 
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2.3.1 ยดีูพี (User Datagram Protocol : UDP) เป็น Protocol ท่ีอยูใ่นชั้น Transport Layer 
เม่ือเทียบกบัโมเดล OSI โดยการส่งขอ้มูลของ UDP นั้นจะเป็นการส่งคร้ังละ 1 ชุดขอ้มูล เรียกว่า 
UDP Datagram ซ่ึงจะไม่มีความสัมพนัธ์กนัระหว่าง Datagram และจะไม่มีกลไกการตรวจสอบความ 
ส าเร็จ ในการรับส่งขอ้มูล กลไกการตรวจสอบโดย Checksum ของ UDP นั้นเพื่อป้องกนัขอ้มูลท่ี
อาจจะ ถูกแกไ้ขหรือมีความผดิพลาดระหวา่งการส่งและหากเกิดเหตุการณ์ดงักล่าว ปลายทางจะได้
รู้ว่ามีขอ้ ผิดพลาดเกิดข้ึน แต่มนัจะเป็นการตรวจสอบเพียงฝ่ายเดียวเท่านั้น โดยในขอ้ก าหนดของ 
UDP หากพบวา่ Checksum Error ก็ใหผู้รั้บปลายทางท าการทิ้งขอ้มูลนั้น แต่จะไม่มีการแจง้กลบัไป
ยงัผูส่้งแต่อยา่งใด การรับส่งขอ้มูลแต่ละคร้ังหากเกิดขอ้ผดิพลาดในระดบั IP เช่น ส่งไม่ถึงหมดเวลา 
ผูส่้งจะไดรั้บ Error Message จากระดบั IP เป็น ICMP Error Message เม่ือขอ้มูลส่งถึงปลายทาง
ถูกตอ้ง แต่เกิดขอ้ผิดพลาดในส่วนของ UDP จะไม่มีการยืนยนัหรือแจง้ให้ผูส่้งทราบ แสดงดงัภาพ
ท่ี 3.9 

 

 
 

ภาพท่ี 3.9 แสดงโครงสร้าง UDP Header 
ท่ีมา : เอกชยั  ไก่แกว้ (2556) 

 

จากภาพท่ี 3.9 โครงสร้าง UDP Header มีรายละเอียดดงัน้ี 
1) Source Port Number : หมายเลข Port ตน้ทางท่ีส่ง Datagram น้ี  
2) Destination Port Number : หมายเลข Port ปลายทางท่ีจะเป็นผูรั้บ Datagram 
3) UDP Length : ความยาวของ Datagram ทั้งส่วน Header และ Data หมายความ

วา่ ค่าท่ีนอ้ยท่ีสุดใน Field น้ีคือ 8 ซ่ึงเป็นขนาดของ Header  
4) Checksum : เป็นตวัตรวจสอบความถูกตอ้งของ UDP Datagram และจะน าขอ้มูล 

บางส่วนใน IP Header มาค านวณดว้ย  
2.3.2 ทีซีพี (Transmission Control Protocol: TCP) อยูใ่น Transport Layer เช่นเดียวกบั 

UDP ท าหนา้ท่ีจดัการและควบคุมการรับส่งขอ้มูลซ่ึงมีความสามารถและรายละเอียดมากกว่า UDP 
โดย Datagram ของ TCP จะมีความสัมพนัธ์ต่อเน่ืองกนั มีกลไกควบคุมการรับส่งขอ้มูลให้มีความ
ถูกตอ้ง (Reliable) และมีการส่ือสารอยา่งเป็นกระบวนการ (Connection Oriented) แสดงดงัภาพท่ี 
3.10 



80 

 
 

 

 

 
 

หน่วยที่ 3  

แบบจ ำลองเครือข่ำยและโพรโทคอล 

 

Network Model and Protocol 

 
 

ภาพท่ี 3.10 TCP Header 
ท่ีมา : เอกชยั  ไก่แกว้ (2556) 

 

จากภาพท่ี 3.10 แสดงรายละเอียดของ TCP Header ดงัต่อไปน้ี 
1) Source Port Number : หมายเลขพอร์ตตน้ทางท่ีส่ง Datagram น้ี  
2) Destination Port Number : หมายเลขพอร์ตปลายทางท่ีจะเป็นผูรั้บ Datagram 
3) Sequence Number : Field ท่ีระบุหมายเลขล าดบัอา้งอิงในการส่ือสารขอ้มูลแต่

ละคร้ัง เพื่อใชใ้นการแยกแยะวา่เป็นขอ้มูลของชุดใดและน ามาจดัล าดบัไดถู้กตอ้ง  
4) Acknowledgment Number : หนา้ท่ีเหมือนกบั Sequence Number แต่ใชใ้นการ

ตอบรับ  
5) Header Length : โดยปกติความยาวของ Header TCP จะมีความยาว 20 ไบต ์

แต่อาจจะมากกวา่นั้น ถา้มีขอ้มูลใน Field Option แต่ตอ้งไม่เกิน 60 ไบต ์ 
6) Flag : เป็นขอ้มูลระดบั Bit ท่ีอยูใ่น Header TCP ใชเ้ป็นตวับอกคุณสมบติัของ

Packet TCP ขณะนั้นและเป็นตวัควบคุมจงัหวะการรับส่งขอ้มูลดว้ย ซ่ึง Flag มีอยูท่ ั้งหมด 6 Bit แบ่งได้
ตามตารางท่ี 3.1 ดงัน้ี 

ตารางท่ี 3.1 แสดงการแบ่ง Flag ขนาด 6 Bit 
 

 

Type Description 
URG บอกความหมายวา่เป็นขอ้มลูด่วนและมีขอ้มลูพิเศษมาดว้ย (อยูใ่น Urgent Pointer) 
ACK แสดงวา่ขอ้มลูในField Acknowledge Number น ามาใชง้านได ้
DSH แจง้ใหผู้รั้บขอ้มลูวา่ควรจะส่งขอ้มลู Segment น้ีไปยงั Application ท่ีก าลงัรออยูโ่ดยเร็ว 
RST ยกเลิกการติดต่อ (Reset) เน่ืองจากในกรณีท่ีเกิดผิดพลาดจากการส่งขอ้มูลข้ึนดว้ยเหตุผล   

ต่าง ๆ เช่น Host มีปัญหาใหเ้ร่ิมส่ือสารใหม่ 
SYN ใชใ้นการเร่ิมตน้เพ่ือติดต่อกบัปลายทาง 
FIN ใชส่้งเพ่ือแจง้ใหป้ลายทางทราบวา่ส้ินสุดการติดต่อ 
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 Flag Header ของ TCP มีความส าคญัในการก าหนดการท างานของ TCP Segment เน่ืองจาก
ขอ้มูลใน Header ของ TCP จะมีขอ้มูลครบถว้นทั้งการรับและการส่งขอ้มูล ซ่ึงในการท างานแต่ละ
อยา่งจะมีการใชง้าน Field ไม่เหมือนกนั Flag จะเป็นตวัก าหนดวา่ให้ใชง้าน Field ไหน เช่น Filed 
Acknowledgment Number จะไม่ถูกใชใ้นขั้นตอนการเร่ิมตน้การเช่ือมต่อ แต่จะมีขอ้มูลใน Filed ซ่ึง
เป็นขอ้มูลท่ีไม่มีความหมายใด ๆ ซ่ึงถา้ไม่มี Flag เป็นตวัก าหนดก็อาจจะมีการน าขอ้มูลมาใช้และท า 
ใหเ้กิดความผดิพลาดได ้

เม่ือ Segment Connect (SYN = “1” และ ACK = “0”) เดินทางมาถึง Entity TCP ท่ี Host
ปลายทางจะคน้หาโพรเซส (Process) ตามหมายเลขพอร์ต (Port) ท่ีก าหนดในเขตขอ้มูล Destination 
Port ซ่ึงถา้หากไม่พบก็จะตอบปฏิเสธดว้ย Segment ท่ีมี RST = “1” กลบัไปยงัผูส่้ง Segment Connect 
ของผูส่้งจะถูกส่งต่อไปยงั Process ตาม Port ท่ีระบุซ่ึงอาจจะตอบรับหรือตอบปฏิเสธก็ไดถ้า้ Process 
ตอ้งการส่ือสารดว้ยก็จะส่ง Segment ตอบรับกลบัไป แสดดงัภาพท่ี 3.11 (ก) จะแสดงล าดบัขั้นตอน
การส่ง TCP Segment ในการสร้างการเช่ือมต่อในสภาวะปกติระหวา่งผูส่้งและผูรั้บ ในกรณีท่ี Host 
ทั้งสองแห่งพยายามสร้างการเช่ือมต่อระหวา่งซ็อคเก็ต (Socket) คู่เดียวกนัจะเกิดเป็นล าดบัขั้นตอน 
แสดงดงัภาพท่ี 3.11 (ข) 

 

 
(ก)  การส่ง TCP Segment                   (ข)  การเช่ือมต่อระหวา่งซ็อคเก็ต (Socket) 

ภาพท่ี 3.11 แสดงการส่ือสารบน TCP 
ท่ีมา : เอกชยั  ไก่แกว้ (2556) 

 

สุดทา้ยจะมีการเช่ือมต่อเกิดข้ึนเพียงหน่ึงช่องทางเท่านั้นเน่ืองจากการเช่ือมต่อในแต่ละช่อง 
ทางจะถูกก าหนดข้ึนโดยใชห้มายเลข Socket ผูส่้งและผูรั้บ ถา้การเช่ือมต่อล าดบัแรกส าเร็จก็จะถูก
บนัทึกไวใ้นตารางการส่ือสาร เช่น (x, y) ถา้การเช่ือมต่อล าดบัท่ีสองส าเร็จในเวลาต่อมา ขอ้มูลน้ีก็
จะถูกบนัทึกไวท่ี้เดียวกนัคือ (x, y) ขั้นตอนในการสร้างการเช่ือมต่อและการยกเลิก สามารถเขียน
อธิบายดว้ยไฟไนทส์เตทแมชชีน (Finite state machines) คือการตรวจสอบขอ้ความท่ีตามหลงัตวั
แปรในค าสั่ง "Integer" ซ่ึงเป็นค าสั่งท่ีใชป้ระกาศตวัแปรท่ีเป็น Integer ตวัแปรนั้นอาจเป็นตวัแปร
เด่ียวหรือ ตวัแปร Array ก็ได ้
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การเร่ิมตน้การส่ือสารของ TCP โดยใชก้ารบนัทึกเวลาแบบ Three Way Handshake เป็นวิธี 
การส่ง Packet ท่ีสามารถช่วยแกปั้ญหาในเร่ือง Packet ซ ้ าซ้อนไดดี้ แต่วิธีน้ีจ  าเป็นจะตอ้งสร้างช่อง 
ส่ือสารให้ไดก่้อนท่ีจะเร่ิมรับ ส่งขอ้มูล อยา่งไรก็ตาม Packet ควบคุมท่ีใชใ้นการต่อรองค่าตวัแปร
ส าหรับการส่ือสารต่าง ๆ อาจเกิดการตกคา้งอยูใ่นระบบได ้ท าให้การก าหนดค่าหมายเลขล าดบัมี
ปัญหาไปดว้ย เช่นการสร้างช่องส่ือสารระหวา่ง Host 1 และ Host 2 เร่ิมจาก  Host 1 ขอการเช่ือมต่อ 
ดว้ยการส่ง Packet CR (Connection Request) ไปยงั Host 2 ซ่ึงจะมีค่าตวัแปรต่าง ๆ ส าหรับการ
ส่ือสารรวมทั้งหมายเลขล าดบัและหมายเลขช่องส่ือสารไปด้วย ผูรั้บคือ Host 2 ก็จะส่ง ACK 
(Acknowledge) กลบัมายงั Host 1 แต่ถา้ Packet จากผูส่้งเกิดสูญหายระหวา่งทางและส าเนา Packet 
ท่ียงัตกคา้งอยูร่ะบบเกิดเดินทางไปถึงผูรั้บในภายหลงัก็จะท าให้การสร้างช่องส่ือสารใช้การไม่ได้
เน่ืองจากมีค่าตวัแปรต่าง ๆ ไม่ตรงกนัการใช ้Three Way Handshake เป็นการไม่บงัคบัให้ผูส่้งและ
ผูรั้บขอ้มูลจะตอ้งก าหนดค่าเร่ิมตน้ของหมายเลขล าดบัเป็นเลขเดียวกนั ท าให้สามารถน าวิธีน้ีมาใช้
ร่วมกบัวิธีการจดัจงัหวะ (Synchronization) การท างานให้พร้อมกนัได ้แทนท่ีจะเป็นการใชว้ิธีการ
บนัทึกเวลา แสดงดงัภาพท่ี 3.12 (ก) แสดงขั้นตอนการเร่ิมตน้การท างานจาก Host 1 ไปยงั Host 2 
สมมุติให้ Host 1 เลือกหมายเลขล าดบัเป็น “x” และส่ง Packet Connection Request ไปยงั Host 2 
Host 2 ตอบรับดว้ย Packet Connection Accepted ซ่ึงจะยอมรับหมายเลขล าดบั “x” พร้อมกบัประกาศ 
หมายเลขล าดบั “y” ท่ีเป็นของตนเอง จากนั้น Host 1 ก็จะตอบรับค่าตวัเลือกของ Host 2 ผา่นทาง
เขตขอ้มูลส าหรับการควบคุมใน Packet ขอ้มูลแรกท่ีส่งมา 

 

 
 

 (ก) การท างานจาก Host 1 ไปยงั Host 2   (ข) แสดงเหตุการณ์ท่ี Packet TPDU 
ภาพท่ี 3.12 แสดงการส่ือสารบน TCP 

ท่ีมา : เอกชยั  ไก่แกว้ (2556) 
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ถา้หากไดเ้กิดปัญหาการสูญหายของ Packet ในขณะท่ีส าเนา Packet ท่ีคา้งในระบบเดินทาง
ไปถึงผูรั้บแทน ภาพท่ี 3.12 (ข) แสดงเหตุการณ์ท่ี Packet TPDU (ตวัแรกในภาพ) เป็นส าเนา Packet 
เก่าท่ีพึ่งจะเดินทางไปถึง Host 2 โดยท่ี Host 1 ไม่ทราบ Host 2 ก็จะท างานตามปกติคือจะตอบรับ
ดว้ยการส่ง Packet Connection Accepted TPDU กลบัมา ท่ี Host 1 ซ่ึง Host 1 จะสามารถตรวจสอบ
ไดว้า่หมายเลขล าดบั Host 2 ตอบกลบัมานั้นเป็นหมายเลขล าดบัท่ีเลิกใชไ้ปแลว้ จึงมีการส่ง Packet - 
Reject กลบัมายงั Host 2 เพื่อบอกยกเลิกการท างาน จะเห็นวา่วธีิการน้ีอาศยัการส่ือสารผา่น Packet3 
ตวัซ่ึงเป็นท่ีมาของค าวา่ “การจบัมือร่วมสามขั้นตอน” ผลสุดทา้ย ทั้ง Host 1 และ Host 2 ก็จะไม่มี
การสร้างช่องส่ือสารข้ึนมาจากขอ้มูลในส าเนา Packet เดิมแต่อยา่งใด 

2.4 ชั้นส่ือสารการประยกุต ์(Application Layer) Protocol ท่ีใชส้ าหรับการจดัการแฟ้มขอ้มูล 
เรียกวา่ FTP และ Protocol ส าหรับการให้บริการจดหมายอิเล็กทรอนิกส์ (E-mail) เรียกวา่ SMTP 
โดย Protocol ส าหรับสร้างจอเทอร์มินลัเสมือน (Telnet) ช่วยให้ผูใ้ชส้ามารถติดต่อกบัเคร่ือง Host 
ท่ีอยูไ่กลออกไปโดยผา่นอินเทอร์เน็ต และสามารถท างานไดเ้สมือนกบัวา่ก าลงันัง่ท  างานอยูท่ี่เคร่ือง 
Host นั้น Protocol ส าหรับการจดัการแฟ้มขอ้มูลช่วยในการคดัลอกแฟ้มขอ้มูลมาจากเคร่ืองอ่ืนท่ีอยู่
ในระบบเครือข่าย หรือส่งส าเนาแฟ้มขอ้มูลไปยงัเคร่ืองใด ๆ ก็ได ้  Protocol ส าหรับให้บริการ
จดหมายอิเล็กทรอนิกส์ ช่วยในการจดัส่งขอ้ความไปยงัผูใ้ชใ้นระบบหรือรับขอ้ความท่ีมีผูส่้งเขา้มา  

 
3. โพรโทคอลส าหรับเครือข่าย  

การท างานของ Protocol TCP/IP เทียบกบัมาตรฐาน OSI Model นั้น ในชั้นบนสุดเรียกวา่ 
Process Layer ท างาน 2 หนา้ท่ีเทียบไดก้บั Application และ Presentation Layer ในชั้นน้ีจะรองรับ
การท างานของ Application ต่าง ๆ ท่ีท างานเป็น Process แต่อยูใ่นเคร่ืองเซิร์ฟเวอร์ (Server) และ
เคร่ืองท่ีขอใชบ้ริการหรือไคลเอนต์ (Client) ซ่ึงจะติดต่อกนัผา่น Protocol เฉพาะ Application อีกที
เช่น เม่ือผูใ้ชง้าน Internet ตอ้งการโอนถ่ายไฟล์หรือ Download ขอ้มูลจากเคร่ือง Server โดยอาจะ
เรียกใชโ้ปรแกรม FTP Client ทัว่ไป เช่น โปรแกรม WS FTP ติดต่อกบั Process FTP ท่ีก  าลงัให้บริการ 
อยูท่ี่เคร่ือง Server จากนั้นตวั Process FTP ก็จะเรียกใช ้Protocol FTP (File Transfer Protocol) เพื่อ
ท าการถ่ายโอนไฟล์น้ี หรือถา้ผูใ้ชต้อ้งการเรียกใชง้านคอมพิวเตอร์เคร่ืองท่ีอยู่ห่างไกลออกไปดว้ย 
การใชโ้ปรแกรม Telnet เพื่อติดต่อกนัหรือในกรณีท่ีมีการเรียกใชโ้ปรแกรม Web Browser เพื่อ
เรียกดู Web Page ใน Website ก็จะมี Process HTTP (Hyper Text Transfer Protocol) ท างานอยูแ่ละ
จะติดต่อกบัผูใ้ชผ้า่น Protocol HTTP เป็นตน้ 
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การท างานของ Application ต่าง ๆ จะอยูท่ี่ Process Layer น้ีและมีการติดต่อกนัตามแต่ละ 
Protocol เฉพาะแลว้แต่ Application ท่ีใชง้าน จากการท่ี Process layer ของ TCP/IP รองรับให้ Protocol 
อ่ืนท่ีท างานไดห้ลาย Process และหลาย Protocol ไดพ้ร้อมกนันั้น ท าให้ผูใ้ชส้ามารถเปิดโปรแกรม
ใชง้านไดห้ลายโปรแกรมพร้อมกนั เช่น เปิดโปรแกรม Internet Explorer เพื่อเรียกดู Web Page 
พร้อมกบัใชง้านโปรแกรม Outlook Express เพื่อส่ง E-mail ไปพร้อมกนัได ้โดยไม่ตอ้งรอให้ท างาน
อยา่งใดอยา่งหน่ึงเสร็จก่อนหรือในปัจจุบนัมีการพฒันาโปรแกรม Web Browser ท าให้สามารถเรียกใช้
งาน Protocol อ่ืน ๆ ไดม้ากข้ึน ท าให้สามารถใชโ้ปรแกรม Web Browser โอนถ่ายขอ้มูลท่ีใช ้Protocol 
FTP ไดโ้ดยไม่ตอ้งไปหาโปรแกรมอ่ืนมาใช ้ Protocol หลกัท่ีท างานใน Process Layer ท่ีผูใ้ชง้าน 
จะรู้จกักนัไดแ้ก่  

1) FTP (File Transfer Protocol),  
2) Telnet  
3) HTTP (Hypertext Transfer Protocol)  
4) SMTP (Simple Mail Transfer Protocol)  

นอกจากน้ียงัมี Protocol อ่ืนซ่ึงท างานโดยท่ีผูใ้ช้งานไม่สามารถมอง เห็นไดจ้ากโปรแกรม
หรือไม่ไดมี้การใชง้านโดยตรง เช่น  

1) Protocol DNS (Domain Name System) ท าหนา้ท่ีแปลงขอ้มูลช่ือ Domain Name 
หรือช่ือเวบ็ไซตท์ั้งหลายใหเ้ป็น IP Address 

2) Protocol SNMP (Simple Network Management Protocol) ใชใ้นการควบคุม
และตรวจสอบอุปกรณ์ท่ีอยูใ่นเครือข่าย 

3) Protocol DHCP (Dynamic Host Configuration Protocol) มีหนา้ท่ีแจกจ่ายขอ้มูล 
พารามิเตอร์ของเครือข่ายใหก้บัเคร่ืองลูกข่ายท่ีเช่ือมต่ออยู ่

Network Interface Layer เป็นการเช่ือมต่อทางดา้นกายภาพของเครือข่าย มีหลายวิธีการ
และหลายรูปแบบในการเช่ือมต่อ แต่อยา่งไรก็ตามในเครือข่าย Internet น้ี ขอ้มูลหรือ IP Datagram 
จะถูกถ่ายทอดและส่งผา่นไปยงัปลายทางโดยไม่ค  านึงถึงรูปแบบการเช่ือมต่อทางกายภาพ ไม่วา่จะ
เป็นการใชเ้ครือข่ายใยแกว้น าแสงหรือเครือข่ายสาย Unshielded Twist Pair (UTP)  เช่ือมต่อเป็น
แบบเครือข่าย Ethernet ธรรมดาหรือเครือข่าย Token Ring, ATM, ISDN หรืออ่ืน ๆ การท างานเร่ิม
จากระดบัล่างสุดต่อจาก Internet Layer จะเป็นการแปลงขอ้มูล IP Datagram ใหอ้ยูใ่นรูปท่ีเหมาะสม
แลว้แปลงเป็นสัญญาณไฟฟ้าส่งไปยงัเครือข่ายต่อไป ซ่ึงในชั้น Network Interface Layer น้ีเทียบกบั
มาตรฐาน OSI Model แลว้จะเป็นการรวมเอา Layer 2 Layer เขา้ดว้ยกนัคือ Data Link Layer และ 
Physical Layer กล่าวโดยสรุปคือ การท างานตามโครงสร้างของ Protocol TCP/IP จะมีลกัษณะใช้
งานของ Protocol และ Port การส่ือสารแสดงดงัตารางท่ี 3.2 จะสรุปหมายเลขบางส่วนของ Port ท่ี
ใชง้านโดย TCP และ UDP 
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ตารางท่ี 3.2 สรุปหมายเลขบางส่วนของ Port ท่ีใชง้านโดย TCP และ UDP 
 

 

Protocol Port หรือ Socket 
เช่ือมต่อ 

Protocol ในระดบั 
Host to Host 

รายละเอียด 
 

BootP 67 UDP BOOT Strap Protocol ดา้นServer 
BootP 68 UDP BOOT Strap Protocol ดา้นไคลเอนต ์
DHCP 67 UDP Dynamic Host Configuration Protocol ดา้น Server 
DHCP 68 UDP Dynamic Host Configuration Protocol ดา้น Client 
DNS 53 UDP/TCP Domain Name System 
FTP 21 TCP File Transfer Protocol ดา้นServer ท่ีควบคุม 
FTP 20 TCP File Transfer Protocol ดา้นServer ท่ีส่งขอ้มูล 

HTTP 80 TCP/UDP Hyper Text Transfer Protocol ดา้นServer 
NetBT 138 UDP NetBIOS Datagram Service 
NetBT 139 TCP NetBIOS Session Service 
SNMP 161 UDP Simple Network Management Protocol ดา้น agent 
SNMP 162 UDP SNMP Trap Manager 
Telnet 23 TCP Teletype Network Protocol 
TFTP 69 UDP Trivial File Transfer Protocol 
WINS 137 UDP Windows Internet Name Service 

 

4. ไอพ ีแอดเดรสและดีเอน็เอส (IP Address และ DNS) 
4.1 ไอพี แอดเดรส หรือ IP Address ยอ่มาจากค าว่า Internet Protocol Address คือหมายเลข 

ประจ าเคร่ืองคอมพิวเตอร์แต่ละเคร่ืองในระบบเครือข่ายท่ีใชโ้ปรโตคอลแบบ TCP/IP เปรียบเทียบ 
ก็คือบา้นเลขท่ีนัน่เอง ในระบบเครือข่ายจ าเป็นจะตอ้งมีหมายเลข IP ก าหนดไวใ้ห้กบัคอมพิวเตอร์ 
และอุปกรณ์อ่ืน ๆ ท่ีตอ้งการ IP ทั้งน้ีเวลามีการโอนยา้ยขอ้มูล หรือสั่งงานใด ๆ จะสามารถทราบ
ต าแหน่งของเคร่ืองท่ีตอ้งการส่งขอ้มูลไปจะไดไ้ม่ผิดพลาดในส่งขอ้มูล ซ่ึงประกอบ ดว้ยตวัเลข 4 
ชุดมีเคร่ืองหมายจุดขั้นระหวา่งชุด เช่น 192.168.100.1 หรือ 172.16.10.1 เป็นตน้ โดยหมายเลข IP 
Address ของเคร่ืองคอมพิวเตอร์แต่ละเคร่ืองจะมีค่าไม่ซ ้ ากนัส่ิงตวัเลข 4 ชุดน้ีบอก คือ Network ID 
กบั Host ID ซ่ึงจะบอกให้รู้ว่า เคร่ืองคอมพิวเตอร์ ว่าอยูใ่นเครือข่ายไหนและเป็นเคร่ืองไหนใน 
เครือข่ายนั้นเราจะรู้ไดอ้ยา่งไรวา่ Network ID และ Host ID มีค่าเท่าไหร่ ก็ข้ึนอยูก่บัวา่ IP Address 
นั้น อยูใ่น Class อะไร 

http://www.mindphp.com/คู่มือ/73-คืออะไร/2042-tcp-ip-คืออะไร.html
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       การแบ่ง Class ของ IP  เพื่อให้เกิดความเป็นระเบียบ เป็นการแบ่ง IP Address ออกเป็น
หมวดหมู่  ส่ิงท่ีจะเป็นตวัจ าแนก Class ของ Network คือ Bit ทางซ้ายมือสุดของตวัเลขตวัแรกของ 
IP Address (ท่ีแปลงเป็นเลขฐาน 2 แลว้) โดยท่ีถา้ Bit ทางซ้ายมือสุดเป็น 0 ก็จะเป็น Class A ถา้เป็น 
10 ก็จะเป็น Class B ถา้เป็น 110 ก็จะเป็น Class C ดงันั้น IP Address จะอยูใ่น Class A ถา้ตวัเลขตวั
แรกมีค่าไดต้ั้งแต่ 0 ถึง 127 (00000000 ถึง 01111111) จะอยูใ่น Class B ถา้เลขตวัแรกมีค่าตั้งแต่ 128 
ถึง 191 (10000000 ถึง 10111111) และ จะอยูใ่น Class C ถา้เลขตวัแรกมีค่าตั้งแต่ 192 ถึง 223 
(11000000 ถึง 11011111) แต่ขอ้ยกเวน้อยูก่็คือตวัเลข 0 และ 127 ใชเ้ป็นหมายเลขพิเศษ จะไม่ใช้
เป็น Address ของ Network ดงันั้น Network ใน Class A จะมีค่าตวัเลขตวัแรก ในช่วง 1 ถึง 126 
ส าหรับตวัเลขตั้งแต่ 224 ข้ึนไป จะเป็น Class พิเศษ เช่น Class D ซ่ึงถูกใชส้ าหรับการส่งขอ้มูลแบบ 
Multicast ของบาง Application และ Class E ซ่ึง Class น้ีเป็น Address ท่ีถูกสงวนไวก่้อน ยงัไม่ถูก
ใชง้านจริง โดย Class D และ Class E น้ีเป็น Class พิเศษ ซ่ึงไม่ไดถู้กน ามาใชง้านในภาวะปกติ 
     Class ของ หมายเลข IP Address 
     Class A ตั้งแต่ 10.xxx.xxx.xxx 
      Class B ตั้งแต่ 172.16.xxx.xxx ถึง 172.31.xxx.xxx 
      Class C ตั้งแต่ 192.168.0.xxx ถึง 192.168.255.xxx  
     Class D เป็นการส ารองหมายเลข IP Address ตั้งแต่ 224.0.0.0 ถึง 239.255.255 .255 
ส าหรับการส่งขอ้มูลแบบ Multicast ซ่ึงจะไม่มีการแจกจ่ายใชง้านทัว่ไปส าหรับบุคคลทัว่ไป 
   Class E เป็นการส ารองหมายเลข IP Address ช่วง 240.0.0.0 ถึง 255.255.255.255 
ส าหรับการทดลองและพฒันา 
        จาก IP Address สามารถท่ีจะบอกไดว้า่ Computer 2 เคร่ืองอยูใ่น Network วงเดียวกนัหรือ 
ไม่โดยการเปรียบเทียบวา่ถา้มี Network ID ของ IP Address ตรงกนัแสดงวา่อยูใ่น Network วงเดียว 
กนั เช่น Computer เคร่ืองหน่ึงมี IP Address 1.2.3.4 จะอยูใ่น network วงเดียวกบัอีกเคร่ืองหน่ึงซ่ึงมี 
IP Address 1.100.150.200 เน่ืองจากมี Network ID ตรงกนัคือ 1 (Class A ใช ้Network ID 1 Byte)  

4.2 ระบบโดเมนเนม (Domain Name System)  
ระบบโดเมนเนม (Domain Name System) เป็นการตั้งช่ือเป็นตวัอกัษรเพื่อใช้แทน IP 

Address เพื่อง่ายต่อการจดจ า เช่นหมายเลข IP Address 113.53.238.196 แทนท่ีดว้ย Domain Name 
ช่ือ technicphrae.ac.th ซ่ึงเรียกการแทนท่ี IP ดว้ย Domain Name วา่ Name to IP Address Mapping 
ซ่ึงช่วยใหส้ามารถเรียกช่ือเวบ็ไซตไ์ดส้ะดวกข้ึนโดยไม่ตอ้งจ าตวัเลข กลไก Name to IP Address มี
การก าหนดฐานขอ้มูลส่วนกลางในการจดัการแกไ้ขฐานขอ้มูลใหเ้พื่อป้องกนัการตั้งช่ือซ ้ ากนั 
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การตั้งช่ือ Domain Name แบบเดิมเป็น แบบไม่มีล าดบัชั้น คือไม่สามารถแยกยอ่ยเป็นส่วน 
รียกวา่ Name Space ท าให้มีปัญหามากเน่ืองจากฐานขอ้มูลมีขนาดใหญ่ข้ึนเร่ือย ๆ ท าให้การคน้หา
ยาก จึงไดมี้การพฒันาขอ้มูลแบบ Name Space ใหม่ให้เป็นแบบล าดบัชั้น (Hierarchical Structure) 
ท่ีเรียกวา่ Domain Name System (DNS) ซ่ึงเป็นโครงสร้างท่ีมีการบอกประเภทขององคก์ร หรือช่ือ
ประเทศท่ีเครือข่ายตั้งอยู ่

Domain Name System (DNS) จึงหมายถึงระบบจดัการแปลงช่ือไปเป็นหมายเลข IP โดยมี
โครงสร้างฐานขอ้มูลแบบล าดบัชั้น กลไกหลกัของระบบ DNS ท าหนา้ท่ีแปลงช่ือและหมายเลข IP 
Address หรือท ากลบักนัได ้โดยระบบ DNS จะมีการก าหนด Name Space ท่ีมีกฎเกณฑ์อยา่งชดัเจน 
มีการเก็บขอ้มูลเป็นฐานขอ้มูลแบบกระจายและท างานในลกัษณะ Client Server โดยมี DNS Server 
ท าหนา้ท่ีให้บริการคน้ช่ือและแปลงขอ้มูลตามท่ีเคร่ืองลูกข่าย (DNS Client) ร้องขอมา การท างาน 
แบบ Client Server น้ีท าใหเ้คร่ืองคอมพิวเตอร์ท่ีท าหนา้ท่ีเป็น DNS สามารถเป็นไดท้ั้งเคร่ือง Server 
และ Client ของ DNS ในเคร่ืองเดียวกนั 

4.2.1 Domain Name ระดบับนสุด (Top Level Domain) เป็นการก าหนดช่ือ Domain 
Name ใหมี้ความหมายในการบอกประเภทขององคก์ร หรือช่ือของประเทศแบ่งออกเป็น 2 ประเภท
คือ 

4.2.1.1 Organization Domains เป็น Domain Name ระดบัสูงสุดซ่ึงแสดงถึงองคก์ร
หรือหน่วยงาน ดงัแสดงในตารางท่ี 3.3 

 

ตารางท่ี 3.3 แสดง Domain Name ระดบัสูงสุดขององคก์รหรือหน่วยงาน 
 

Domain Name ความหมาย 
com เครือข่ายของเอกชน 
edu เครือข่ายของหน่วยงานการศึกษา 
gov เครือข่ายของหน่วยงานรัฐบาล 
mil เครือข่ายของหน่วยงานทหาร 
net เครือข่ายของผูใ้หบ้ริการอินเตอร์เน็ต 
org เครือข่ายขององคก์รท่ีไม่มุ่งหวงัก าไร 

 
4.2.1.2 Geographical Domains เป็น Domain Name ระดบัสูงสุดซ่ึงแบ่งตาม

ลกัษณะภูมิศาสตร์หรือประเทศ ดงัแสดงในตารางท่ี 3.4 
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ตารางท่ี 3.4 แสดง Domain Name ระดบัสูงสุด แบ่งตามลกัษณะภูมิศาสตร์หรือประเทศ 
 

Domain Name ความหมาย 
at ออสเตรีย 
au ออสเตรเลีย 
ca แคนาดา 
ch สวติเซอร์แลนด์ 
cn สาธารณรัฐประชาชนจีน 
de เยอรมนั 
dk เดนมาร์ก 
fr ฝร่ังเศส 
jp ญ่ีปุ่น 
nz นิวซีแลนด์ 
th ไทย 
uk สหราชอาณาจกัร (องักฤษ) 
us สหรัฐอเมริกา 

 

นามสกุลนั้นมีไวเ้พื่อบ่งบอกกิจกรรมของเวบ็ไซตน์ั้น ๆ วา่เก่ียวขอ้งกบัอะไรซ่ึงบางทีก็ไม่
สามารถบ่งบอกไดช้ดัเจนมากนกั เน่ืองจากบางนามสกุล เช่น .com, .net ไม่ไดมี้ขอ้บงัคบัชดัเจน วา่
จะนามสกุลใด ๆ จะตอ้งใชเ้พื่อกิจกรรมนั้น ๆ เพียงเท่านั้น แต่โดยทัว่ไปของการจดตามนามสกุล 
ต่าง ๆ นั้นจะสามารถแบ่งไดค้ร่าว ๆ ดงัน้ี 

.com ใชส้ าหรับเวบ็ไซตท่ี์เก่ียวกบัธุรกิจการคา้ (.com = Company) 

.net (Network) ใชก้บัเวบ็ไซตข์ององคก์รใดหรือบริษทัใด ท่ีท างานเก่ียวขอ้งกบั Internet  
หรือ Network 

.org (Organization) ใช้ส าหรับเวบ็ไซต์องค์กรท่ีไม่หวงัผลก าไร เช่น สมาคมหรือมูลนิธิ 
  .biz ใชส้ าหรับเวบ็ไซตข์ององคก์รท่ีเก่ียวกบัธุรกิจการคา้ 

.infoใชส้ าหรับเวบ็ไซตท่ี์น าเสนอขอ้มูลเป็นหลกั 

.co.th ส าหรับบริษทัท่ีจดทะเบียนในไทย 

.in.th ส าหรับหน่วยงานทุกประเภทและบุคคลทัว่ไป 

.ac.th ส าหรับสถาบนัการศึกษา 

.go.th ส าหรับการใชข้องภาครัฐบาล 



89 

 
 

 

 

 
 

หน่วยที่ 3  

แบบจ ำลองเครือข่ำยและโพรโทคอล 

 

Network Model and Protocol 

.net.th ส าหรับนิติบุคคลผูไ้ดรั้บใบอนุญาตประกอบกิจการโทรคมนาคมทั้ง 3 แบบตาม 
  .or.th ส าหรับองคก์รท่ีไม่แสวงผลก าไร 

.mi.th ส าหรับหน่วยงานทางทหาร 
ในปัจจุบนั ไดมี้นามสกุลต่าง ๆ ออกมามากมาย เช่น .it, .ws, .tv แต่ความนิยมการในการ 

จดทะเบียนยงัคงเป็น .com, .net, .org, .co.th, .in.th เป็นส่วนใหญ่ 
Domain Name ในประเทศไทยใช ้.th เป็นโดเมนประจ าประเทศ โดยมีโดเมนยอ่ย (Sub - 

Domain) 5 โดเมน ไดแ้ก่ .or, .ac, .go, .co และ .net ดงัแสดงตารางท่ี 3.5 
 

 ตารางท่ี 3.5 แสดงโดเมนยอ่ย หรือ Sub Domain 
 

Domain Name ความหมาย 
or องคก์รไม่แสวงผลก าไร 
ac สถาบนัการศึกษา 
go หน่วยงานราชการ 
co หน่วยงานเอกชน 
net องคก์รท่ีใหบ้ริการเครือข่าย 

 

4.2.3 การลงทะเบียนขอช่ือ Domain Name ส าหรับการลงทะเบียนขอช่ือ Domain Name 
ในประเทศไทยท าได ้2 ทางเลือกคือ 

4.2.3.1 จดทะเบียนท่ีใชช่ื้อแบบ xxx.xx.th สามารถจดทะเบียนไดท่ี้ Thailand Network 
Information Center หรือ Th NIC หรือท่ีเวบ็ไซต ์www.thnic.net และตอ้งแนบเอกสารหลกัฐานการ
จดทะเบียนบริษทัในการขอจดทะเบียน 

4.2.3.2 จดทะเบียนท่ีใชช่ื้อเป็น .com หรือ .net หรือแบบอ่ืน ๆ ท่ีไม่ใช่ของประเทศไทย 
ตอ้งขอจดทะเบียนโดยตรงท่ีหน่วยงานท่ีเป็นตวัแทนของ Inter NIC (Internet Network Information- 
Center) หรือท่ีเวบ็ไซต ์www.internic.net ซ่ึงการจดทะเบียนแบบน้ีตอ้งแจง้ให้ผูรั้บจดทะเบียนทั้ง 
Th NIC และ Inter NIC ทราบดว้ยวา่ใครเป็นผูดู้แลเซิร์ฟเวอร์ 

4.2.4 MAC Address (Media Access Control Address) คือหมายเลขของ Network Card ซ่ึง
หมายเลขจะไม่ซ ้ ากนั โดยค่าหมายเลขน้ีจะถูกก าหนดมาจากโรงงานท่ีผลิต Network Card รูปแบบ 
ของค่า MAC Address จะอยู่ในรูปแบบของเลขฐานสิบหก ดงัน้ี 01-23-45-67-89-ab หรือ  01:23: 
45:67:89:ab  
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สรุป 
การส่ือสารระหวา่งคอมพิวเตอร์จ าเป็นตอ้งใช ้Protocol เดียวกนัเท่านั้นจึงสามารถส่ือสาร

กนัได ้Protocol มาตรฐานหลายชุดของ Protocol ท่ีพฒันาข้ึนใช้งานและบาง Protocol ก็ไม่ไดถู้ก
น ามาใชง้านปัจจุบนัท่ีนิยมใชก้นัมากคือ Protocol TCP/IP ชุด Protocol น้ีท างานโดยแบ่งชั้นเทียบ
กบั OSI Model ไดก้ลไกในการท างานของ Protocol TCP/IP มี 4 ชั้น ในชั้นแรก คือ Process Layer 
ท าหนา้ท่ี ติดต่อกบั Application และ Protocol ท่ี Application นั้น ๆใชง้านและส่งต่อมาให้ชั้น Host 
to Host Layer เพื่อติดต่อกนัระหวา่งเคร่ือง Server ให้บริการกบัเคร่ือง Client ในชั้นน้ีจะมีการสร้าง 
Session หรือการเช่ือมต่อระหวา่งระบบตามแต่ละ Protocol ท่ีตอ้งการ ต่อมาเป็นการผนึกขอ้มูลไป
เป็น IP Datagram ท่ีชั้น Internet Layer โดยอาศยั Protocol IP เพื่อให้สามารถติดต่อส่งขอ้มูลขา้ม
เครือข่ายไปยงัเครือข่ายและเคร่ืองท่ีถูกตอ้งได ้และสุดทา้ยการส่งขอ้มูลออกสู่ภายนอกตอ้งอาศยั
กลไกในชั้น Network Interface Layer โดยอาศยั Protocol IP เพื่อให้สามารถติดต่อส่งขอ้มูลออกสู่
ภายนอกตอ้งอาศยักลไกในชั้น Network Interface Layer เพื่อแปลงขอ้มูลใหม่ เพิ่มขอ้มูลท่ีจ าเป็นใน
การอา้งอิง ต าแหน่งและแปลงขอ้มูลเป็นสัญญาณไฟฟ้าส่งออกไปยงัเครือข่ายและอาจจะออกไปยงั 
Gateway หรือ Router เพื่อขา้มเครือข่ายออกไปยงัเส้นทางท่ีก าหนดไวใ้น Internet ต่อไป 
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แบบฝึกหัด 
หน่วยที ่3 แบบจ าลองเครือข่ายและโพรโทคอล  

 
ค าช้ีแจง 
1. ใหใ้หต้อบค าถามพร้อมทั้งอธิบาย ลงบนกระดาษค าตอบ 

2. แบบฝึกหดัมีจ านวน 6 ขอ้ ใหท้  าทุกขอ้ 

3. เวลา 15 นาที (จ านวน 12 คะแนน) 
 

 
1. แบบจ าลองเครือข่าย OSI มีก่ี Layer อะไรบา้ง 
2. OSI Model แบ่ง ตามลกัษณะของการท างานออกเป็น 2 กลุ่มใหญ่ ไดแ้ก่อะไรบา้ง  
3. ใหอ้ธิบายถึงวธีิการ Encapsulation ของขอ้มูล  
4. จงบอกถึง Protocol ท่ีใชง้านตามโครงสร้างของ TCP/IP 
5. ใหน้กัศึกษาเปรียบเทียบการท าหนา้ท่ีของ TCP/IP กบั OSI  Model 
6. IP Address แบ่งก่ี Class อะไร บา้งพร้อมยกตวัอยา่ง IP แต่ละ Class 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



92 

 
 

 

 

 
 

หน่วยที่ 3  

แบบจ ำลองเครือข่ำยและโพรโทคอล 

 

Network Model and Protocol 

แบบทดสอบหลงัเรียน 
หน่วยที ่3 แบบจ าลองเครือข่ายและโพรโทคอล  

 
ค าช้ีแจง 
1. ใหท้  าเคร่ืองหมายกากบาท () ลงบนกระดาษค าตอบขอ้ท่ีถูกท่ีสุดเพียง 1 ขอ้ 

2. แบบทดสอบมีจ านวน 12 ขอ้ ใหท้  าทุกขอ้ 

3. เวลา 12 นาที 
 

 

1. Layer ระดบับนของ OSI Model   คือขอ้ใด 
ก. Network Layer   
ข. Data Link Layer  
ค. Application Layer    
ง. Session Layer  
จ. Presentation layer 

2.  Layer ใดท่ีเก่ียวกบัแรงดนัไฟฟ้า มีการเช่ือมต่อสายและมีระยะเวลาในการส่งขอ้มูลแต่ละ Bit 
ก. Presentation layer   
ข. Physical Layer  
ค. Transport Layer    
ง. Session Layer  
จ. Data Link Layer 

3. ขอ้ใดหมายถึง Presentation Layer  
ก. เก่ียวกบัรูปแบบของขอ้มูลการเขา้รหสั ถอดรหสั เพื่อใหค้อมพิวเตอร์สามารถส่ือสารกนัได ้
ข. การควบคุมเทอร์มินอล ชนิดต่าง ๆ รูปแบบการแสดงผลทางจอภาพอาจมีความแตกต่างกนั 
ค. การหาเส้นทางเพื่อพิจารณาวา่ Packet จะถูกส่งจากตน้ทางไปยงัปลายทางไดอ้ยา่งไร 
ง. ท าการควบคุม การส่งขอ้มูลดิบใหเ้หมือนกบัวา่ไม่มีขอ้ผิดพลาดเกิดข้ึน 

จ. ท าการถ่ายโอนไฟลร์ะหว่างเคร่ืองและยงัท าหนา้ท่ีเก่ียวกบัการซิงโครไนซ์เซชัน่ 
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หน่วยที่ 3  

แบบจ ำลองเครือข่ำยและโพรโทคอล 

 

Network Model and Protocol 

4. TCP/IP พฒันาข้ึนมาเพื่อจุดประสงคใ์นขอ้ใด  
ก. ส าหรับใชง้านจดหมายอิเลก็ทรอนิกส์  
ข. ตรวจสอบความถูกตอ้ง ของขอ้มูล 
ค. ติดต่อส่ือสารระหวา่งระบบท่ีมีความแตกต่างกนั  
ง. สามารถหาเส้นทางท่ีจะส่งขอ้มูลไปไดเ้องโดยอตัโนมติั  
จ. เพื่อคอยแยกขอ้มูล ใหมี้ขนาดพอเหมาะ 

5. Internet Protocol (IP) ท าหนา้ท่ีเก่ียวกบัอะไร  
ก. จดัการเก่ียวกบั Address, Data และควบคุมการส่งขอ้มูล 
ข. ใชเ้ป็นขอ้มูลส าหรับอุปกรณ์จดัเส้นทาง (Router)  

ค. การรับขอ้มูลจากชั้นส่ือสาร IP มาแลว้ส่งไปยงั Node  
ง. จดัการเก่ียวกบั Packet 
จ. เขา้รหสัขอ้มูล 

6. Header ของ IP มีขนาดก่ี Byte 

ก. 10 bytes  
ข. 20 bytes  
ค. 32 bytes  
ง. 64 bytes  
จ. 128 bytes 

7. Protocol ท่ีท าหนา้ท่ีแปลงขอ้มูลช่ือเวบ็ไซตห์ลายใหเ้ป็นหมายเลข IP Address คือขอ้ใด 

ก. SNMP  
ข. DHCP  
ค. Packet 
ง. DNS  
จ. FTP 

8. File Transfer Protocol (FTP) ดา้น Server ใช ้Port ใดในการส่ือสาร 
ก. 21 

ข. 53 

ค. 67 
ง. 80 

จ. 161 
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หน่วยที่ 3  

แบบจ ำลองเครือข่ำยและโพรโทคอล 

 

Network Model and Protocol 

9. โพรโทคอลท่ีใชส้ าหรับการบริการดา้น Web คือขอ้ใด 
ก. DNS  
ข. SNMP  
ค. HTTP 

ง. DHCP  
จ. FTP 

10.  IP หมายเลข 10.0.5.130 อยูใ่นกลุ่ม IP Class ใด 
ก. Class E 

ข. Class C  
ค. Class D 
ง. Class A  
จ. Class B  

11. ขอ้ใด หมายถึง IP Address 
ก. www.technicphrae.ac.th 
ข. เครือข่ายของผูใ้หบ้ริการอินเตอร์เน็ต 
ค. โพรโตคอลส าหรับโอนยา้ยขอ้มูล 
ง. การตั้งช่ือเป็นตวัอกัษรเพื่อใชแ้ทน IP 
จ. หมายเลข ประจ าเคร่ืองคอมพิวเตอร์ 

12. โดเมนเมนน้ี www.electronic.ac.th เป็นโดเมนประเภทใด 

ก. เครือข่ายของเอกชน  
ข. เครือข่ายของหน่วยงานการศึกษา 

ค. เครือข่ายของผูใ้หบ้ริการอินเตอร์เน็ต 

ง. เครือข่ายของหน่วยงานรัฐบาล  
จ. เครือข่ายขององคก์รท่ีไม่มุ่งหวงัก าไร 

 
 
 
 
 
 
 
 

http://www.electronic.ac.th/
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หน่วยที่ 3  

แบบจ ำลองเครือข่ำยและโพรโทคอล 

 

Network Model and Protocol 

ใบงานที ่3 
 

หน่วยที ่ 3 
ช่ือหน่วย แบบจ าลองเครือข่าย และโพรโทคอล              เวลา 2  ช่ัวโมง 
ช่ือใบงาน ตั้งค่า IP Address และ  Subnet       สอนคร้ังที่ 3 
 
จุดประสงค์การเรียนรู้ 
 ด้านทกัษะ (ปฏิบัติ) 

1.สามารถตั้งค่า IP Address และทดสอบการท างานไดอ้ยา่งถูกตอ้ง 
 
เคร่ืองมือและอุปกรณ์ 

1. เคร่ืองคอมพิวเตอร์พร้อมโปรแกรมระบบปฏิบติัการ Windows  1 ชุด 
2. ระบบเครือข่าย       1 ชุด 

 
ขั้นตอนการปฏิบัติงาน 

การตั้งค่า IP Address ของ Windows 7 มีวธีิการตั้งค่าดั้งน้ี 
1.คล้ิกท่ีปุ่ม Start > Control Panel จากนั้นท าการเลือก View by : Category 

จากนั้นท าการคล้ิก View Network status and tasks 
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หน่วยที่ 3  

แบบจ ำลองเครือข่ำยและโพรโทคอล 

 

Network Model and Protocol 

 
2. คล้ิกท่ี Change adapter settings 
 

 
 

3. ท าการคล้ิกขวาท่ี Local Area Connection ถา้เป็นการต่อแบบสาย LAN แต่ถา้เป็น 
Wireless ก็ใหเ้ลือก Wireless Area Connection 
 

 
 

4. คล้ิกขวาท่ี Local Area Connection แลว้เลือก Properties 
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หน่วยที่ 3  

แบบจ ำลองเครือข่ำยและโพรโทคอล 

 

Network Model and Protocol 

 
 

5. ท าการคล้ิก Internet Protocol Version 4 (TCP/IPv4)  -> จากนั้น คล้ิก Properties 
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หน่วยที่ 3  

แบบจ ำลองเครือข่ำยและโพรโทคอล 

 

Network Model and Protocol 

6. ท าการตั้งค่า IP Address 
- ท าการเลือก Use the following IP address (เป็นการก าหนดค่า IP Address เอง) 

IP Address : เป็นการใส่ค่า IP ในการเช่ือมต่อการส่ือสาร เช่น 192.168.1.1 
Subnet mark : เป็นการแบ่ง Class ในการแบ่ง Subnet ของ Network ออกจากกนั 

เช่น 255.255.255.0 
Default Gateway : เป็นการใส่ทางออกของ Internet โดยส่วนมากก็จะใส่ IP 

Address ของ Router 
- เลือก Use the Following DNS :  

Preferred DNS Sever : ท าการใส่ DNS ของ Router หรือจะใส่ DNS ของ ISP ท่ี
เช่าวงจรใชง้าน 

 

 
 

จากนั้นก็ท าการกด OK เพื่อเป็นการบนัทึกค่า IP Address โดยถา้ในบา้นมีเคร่ืองคอมพิวเตอร์ 
หลายเคร่ืองและตอ้งการ Fix IP Address ก็ให้ใส่ IP Address เรียงล าดบักนัไป เช่น 192.168.100.1, 
192.168.100.2, 192.168.100.x 
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หน่วยที่ 3  

แบบจ ำลองเครือข่ำยและโพรโทคอล 

 

Network Model and Protocol 

การตรวจสอบหมายเลขไอพีของเคร่ือง ส าหรับ Windows 7  
1. คล้ิกขวาท่ี Connection ท่ีตอ้งการ เลือก Status 
 

 
 

2. ในหนา้ต่างของ Connection Status กดปุ่ม Details 
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หน่วยที่ 3  

แบบจ ำลองเครือข่ำยและโพรโทคอล 

 

Network Model and Protocol 

 

3. จากนั้นจะมีหนา้ต่างแสดงขอ้มูลต่างๆ เช่น IP Address, Subnet Mask, Default Gateway 
เป็นตน้ 

 

 
 
บนัทึกค่าท่ีไดจ้าก Network Connection Details 

IP Address............................................................................................................................ 
Subnet Mask....................................................................................................................... 
Default Gateway................................................................................................................... 

ทดสอบ IP Address windows 7 
วธีิการรวบรวมค าสั่งและตรวจสอบการเช่ือมต่อ Internet ดว้ยตวัคุณเองบน Windows 7 

ถา้ตอ้งการตรวจสอบการเช่ือมต่อ Internet สามารถท าไดไ้ม่ก่ีขั้นตอน ซ่ึงในกรณีท่ีตอ้งการ
ตรวจสอบวา่การเช่ือมต่อ Internet นั้นมีปัญหาตรงไหน เพื่อท่ีจะไดแ้กไ้ขปัญหาไดอ้ยา่งตรงจุดและ
รวดเร็ว 
  ขั้นตอนแรกใหต้รวจสอบพารามิเตอร์ท่ีจ  าเป็นในการเช่ือมต่อ Internet ของ Windows 7 
ก่อน โดยท าตามขั้นตอนดงัน้ี 
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หน่วยที่ 3  

แบบจ ำลองเครือข่ำยและโพรโทคอล 

 

Network Model and Protocol 

1. ส าหรับพารามิเตอร์ท่ีจ  าเป็นในการเช่ือมต่อ Internet ประกอบไปดว้ย IP Address, 
Subnet Mask, Gateway และ DNS Server 

2. เปิด Start -> Run -> cmd พิมพค์  าสั่ง ipconfig/all จากนั้น ท าการตรวจสอบวา่ IP 
Address / Subnet Mask / Gateway / DNS ถูกตอ้งหรือไม่ 

ผลท่ีได.้................................................................................................................................ 
........................................................................................................................................................... 
........................................................................................................................................................... 
........................................................................................................................................................... 
........................................................................................................................................................... 

3. ทดลองใชค้  าสั่ง ping ไปยงั Gateway ท่ีไดรั้บ 
ผลท่ีได.้.................................................................................................................................. 

........................................................................................................................................................... 

........................................................................................................................................................... 

........................................................................................................................................................... 

........................................................................................................................................................... 
4. จากนั้นทดลองใชค้  าสั่ง ping ไปยงั DNS Server ท่ีไดรั้บ (* ในกรณีท่ี DNS Server ของ

ผูใ้ชบ้ริการใชง้านอยู ่ไม่อนุญาตให ้ping ไดน้ั้น สามารถทดสอบกบั DNS Server ของผูใ้ชบ้ริการ
รายอ่ืน เช่น True = 203.144.207.29, 203.144.207.49 เป็นตน้) 

ผลท่ีได.้.................................................................................................................................. 
........................................................................................................................................................... 
........................................................................................................................................................... 
........................................................................................................................................................... 
........................................................................................................................................................... 

5. ทดลองใชค้  าสั่ง nslooukp เพื่อทดสอบวา่ DNS Server ท่ี ก าหนดอยูน่ั้น สามารถ
ตอบสนองการท างานหรือไม่ 

ผลท่ีได.้.................................................................................................................................. 
........................................................................................................................................................... 
........................................................................................................................................................... 
........................................................................................................................................................... 
........................................................................................................................................................... 
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หน่วยที่ 3  

แบบจ ำลองเครือข่ำยและโพรโทคอล 

 

Network Model and Protocol 

6. จากนั้นทดลองคน้หา yahoo.com เพื่อทดสอบวา่ DNS Server ท่ีก าหนดอยูน่ั้น สามารถ 
Resolved ช่ือโดเมนเนมใหก้ลายเป็น IP Address ไดห้รือไม่ 

ผลท่ีได.้................................................................................................................................ 
........................................................................................................................................................... 
........................................................................................................................................................... 
........................................................................................................................................................... 

7. เม่ือคน้หาเวบ็ไซตท่ี์ตอ้งการและสามารถแปลงกลบัมาเป็น IP Address ไดแ้ลว้นั้น ให้
ทดสอบโดยใชค้  าสั่ง ping ไปยงั yahoo.com เพื่อทดสอบวา่ Router สามารถ forward packet ไปยงั
ปลายทางท่ีตอ้งการไดห้รือไม่ โดยใช้ค  าสั่ง exit เพื่อออกมาจาก DNS Query Mode จากนั้นจึง
สามารถใชค้  าสั่ง ping ได ้

 

 
 

8. ในกรณีท่ีไม่สามารถเช่ือมต่อ Internet โดยไม่สามารถ  ping  ไปยงัเวบ็ไซตป์ลายทางท่ี
ตอ้งการได ้(ในกรณีท่ีเวบ็ไซต์อนุญาตให้ใช้ค  าสั่ง ping ไดเ้ท่านั้น) ให้ทดลองใช้ค  าสั่ง  tracert   
http://www.yahoo.com  เพื่อทดสอบวา่เส้นทาง หรือ hop ตรงจุดไหนท่ีมีปัญหา ท าให้ไม่สามารถ 
forward packet ออกไปได ้โดยค าสั่ง  tracert -> TRACE ROUTE  จะเป็นค าสั่งท่ีใชใ้นการ
ตรวจสอบเส้นทางจากเคร่ือง PC/Notebook ไปยงัเวบ็ไซตป์ลายทางท่ีตอ้งการเช่ือมต่อ 
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หน่วยที่ 3  

แบบจ ำลองเครือข่ำยและโพรโทคอล 

 

Network Model and Protocol 

สรุปผลการปฏิบติังาน 
............................................................................................................................................................. 
............................................................................................................................................................. 
............................................................................................................................................................. 
............................................................................................................................................................. 
............................................................................................................................................................. 
............................................................................................................................................................. 
............................................................................................................................................................. 
ตอบค าถาม 
............................................................................................................................................................. 
............................................................................................................................................................. 
............................................................................................................................................................. 
............................................................................................................................................................. 
............................................................................................................................................................. 
............................................................................................................................................................. 
............................................................................................................................................................. 
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หน่วยที่ 3  

แบบจ ำลองเครือข่ำยและโพรโทคอล 

 

Network Model and Protocol 

ใบงานที ่4 
 

หน่วยที ่ 3 
ช่ือหน่วย แบบจ าลองเครือข่ายและโพรโทคอล              เวลา 2  ช่ัวโมง 
ช่ือใบงาน การแชร์ทรัพยากรบนเครือข่าย       สอนคร้ังที่ 4 
 
จุดประสงค์การเรียนรู้ 
 ด้านทกัษะ (ปฏิบัติ) 

1.สามารถตั้งค่าการใชง้านทรัพยากรร่วมกนับนเครือข่ายได ้
 

เคร่ืองมือและอุปกรณ์ 
1.  เคร่ืองคอมพิวเตอร์ พร้อมโปรแกรมระบบปฏิบติัการ Windows 1 ชุด 
2.  ระบบเครือข่าย LAN 

 

ขั้นตอนการปฏิบัติงาน 

ส่ิงทีต้่องเตรียมก่อนการแชร์ไฟล์ระหว่าง Windows  
ในการแชร์ File, Printer, Hard disk การแชร์ไฟลร์ะหวา่ง Windows 7 กบั Windows 7 โดย

วธีิเหมาะสมส าหรับคอมพิวเตอร์ท่ีแชร์ไฟลท่ี์ท างานหรือสถานศึกษา  
1. คอมพิวเตอร์ 2 เคร่ืองท่ีลง Windows 7 แลว้ เช่น 

-  คอมพิวเตอร์เคร่ืองแรก (Computer Name = A) เคร่ือง A เป็นเคร่ืองแม่ข่าย ท่ีเอาไว้
แชร์ไฟล ์

 -  คอมพิวเตอร์เคร่ืองสอง (Computer Name = B) 
2. เช่ือมต่อสายแลน หรือรับสัญญาณมาจาก Wireless ทั้งคู่ (โดยไดรั้บ ip address แลว้) 

 

1. ตั้งค่าการแชร์ไฟลใ์น Windows 7  
1.1 ขั้นตอนน้ีจะเป็นการแชร์ไฟลร์ะหวา่งคอมพิวเตอร์ 2 เคร่ือง 
หมายเหตุ ถา้ตอ้งการจะแชร์ไฟลเ์คร่ืองเดียว ใหต้ั้งค่าเฉพาะเคร่ืองแม่ข่ายท่ีจะท าการแชร์

ไฟล ์
1.1.1 ไปท่ี Start > Control Panel > 
1.1.2 ปรับมุมมองเป็น Category 
1.1.3 คล้ิกท่ี Choose Home group and Sharing options ดงัภาพ 
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1.2 คล้ิก Change advanced sharing settings. 
 

 
 

1.3 ท าการเลือก Publish (Current Profile) 
1.3.1 Network Discovery: เลือก...................................................................... 
1.3.2 File and Printer sharing: เลือก................................................................ 
1.3.3 Publish folder sharing: เลือก.................................................................. 
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1.3.4 File Sharing connection: เลือก............................................................... 
1.3.5 Password protected sharing: เลือก......................................................... 
1.3.6 กด Save Change เพื่อเป็นการบนัทึก 
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1.4 เลือก Control Panel 
 1.4.1 ปรับมุมมองเป็น Small icon 
 1.4.2 คล้ิก Windows Firewall 
 

 
 

1.4.3 คล้ิก Allow a program or feature through Windows Firewall. 
 

 
 

1.4.4 คล้ิก File and Printer sharing  
1) เลือก Home/Work (Private) 
2) เลือก Public 

  1.4.5 กด ok 
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2. ทดสอบการท างาน 

2.1 ท าการทดสอบการ Ping จากเคร่ือง B ไปยงัเคร่ือง A วา่สามารถ ping ไดห้รือเปล่าไปท่ี 
คอมพิวเตอร์ B 

2.2 ท าการ ping ไปยงัเคร่ือง A หรือ ping เคร่ืองปลายทางนัน่เองโดยใช ้Command Ping 
Computer Name หรือ ping IP Address 

 
ผลท่ีได.้................................................................................................................................ 

........................................................................................................................................................... 

........................................................................................................................................................... 

........................................................................................................................................................... 

........................................................................................................................................................... 

........................................................................................................................................................... 

........................................................................................................................................................... 
3. แชร์ Folders ทีต้่องการแชร์ บนเคร่ืองหลกัหรือเคร่ืองแม่ 

3.1 Folder ช่ือ Share A  
3.1.1 คล้ิกขวาท่ี folder  
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3.1.2 เลือก Properties 
 

 

 
 

3.2 เลือก Tab: Sharing  
3.2.1 คล้ิก................................................................................................................. 
3.2.2 เลือก (/)........................................................................................................... 
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3.3 จากนั้นท าการกด Permission  

3.3.1 คล้ิก Everyone  
3.3.2 ท าการปรับตามภาพ  
3.3.3 กด OK เพื่อท าการบนัทึกค่า 
 

 
 
3.4. เลือก Tab: Sharing  

3.4.1 เลือก Share จากนั้นการ 
3.4.2 พิมพล์งไป Everyone และกด Add  
3.4.3 เลือก Read/Chang  
3.4.4 ท าการกด Share และ กด ok 
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3.5 เม่ือเคร่ืองแม่ท าการแชร์ไฟล์เรียบร้อย จะมี Network Path ข้ึนมา ให้เอา URL ตรงน้ีไป

ใส่ท่ีเคร่ืองลูกเพื่อเขา้มาเอาไฟลใ์นเคร่ืองแม่ 
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3.6 จากนั้นไปยงัเคร่ืองลูกท่ีตอ้งการเขา้มาดึงไฟลจ์ากเคร่ืองแม่กดปุ่ม Windows + R บน 
Keyboard หรือ Search แลว้พิมพค์  าวา่ Run 

 

 

 
 
3.7 แลว้พิมพ ์............................................เพื่อท่ีจะท าการแชร์ไฟล์ 

 

 
 

3.8 จะเห็น Folders ต่าง ๆ ท่ีอยูภ่ายใต ้Folders ท่ี ท าการแชร์บนเคร่ืองแม่ข่าย 
 

 
 

file://Name/Folder


113 

 
 

 

 

 
 

หน่วยที่ 3  

แบบจ ำลองเครือข่ำยและโพรโทคอล 

 

Network Model and Protocol 

และขั้นตอนสุดทา้ยก็สามารถเขา้ใชง้านขอ้มูลใน Folder ช่ือ Admin ได ้
4. การแชร์ Printer 

4.1 ท าการติดตั้งเคร่ืองพิมพใ์หเ้รียบร้อย 
 

 
 
4.2 ก าหนด Work group ใหเ้ป็น group เดียวกนั 
 

 
 

4.3 บน Windows 7 คล้ิกท่ี Control Panel เลือก Network and Sharing Center 
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4.4 คล้ิกท่ี Change advance sharing setting 
 

 
 
4.5 ก าหนดให้ 

4.5.1 Turn on network discovery  
4.5.2 Turn on file and printer sharing  
4.5.3 Turn on sharing so anyone with network access can read and write file in 

the public folder  
4.5.4 Turn off password protected sharing (หากไม่ Turn off password protected 

sharing แลว้ Windows จะไม่ให ้connect และตอ้งกรอกรหสัผา่น) 
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4.6 คล้ิกปุ่ม Save changes 
 

 
 

4.7 คล้ิกขวาท่ีเคร่ืองพิมพเ์ลือก Printer properties 
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4.8 ใส่เคร่ืองหมายถูกหนา้ .......................................... และ .................................................
แลว้คล้ิกปุ่ม OK 

 

 
 

4.9 ใหค้ลิกท่ีปุ่ม Start และ Run พิมพ ์\\ หมายเลข Ip Address ของเคร่ืองพิมพท่ี์ใหบ้ริการ
บน Windows 7 
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4.10 ดบัเบิลคล้ิกท่ีเคร่ืองพิมพ ์Windows 7 ท่ีบริการอยูส่ามารถพิมพผ์า่นเครือข่ายไดห้รือ
เขา้ไปท่ี Control Panel เลือก Device and Printers  

 

 
 

4.11 ท าการคล้ิกเลือก Add a printer 
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4.12 ท าการขั้นตอนการ Add a printer จนถึงหนา้ต่างน้ีให้เลือก A network printer. or a 

printer attached computer และกด Next 
 

 

 
 
4.13 เลือก Add a network wireless or Bluetooth printer และกด Next 
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4.14 กดท่ี Group เดียวกนัเช่นขา้งบน Windows 7 เลือกเป็น Work group ก็เลือกท่ีกลุ่ม 
Work group เหมือนกนัและเลือกช่ือเคร่ือง Print ท่ีตอ้งการ 

 

 

 
 

 

4.15 ท าตามขั้นตอนต่อไปจนเห็นวา่ status: จะข้ึนวา่ Ready แลว้กด Next เป็นอนัเสร็จส้ิน 
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 4.16 เลือก Share this printer so that on your network can find and use it แลว้คล้ิก Next 
 

  
 

4.17 ขั้นตอนสุดทา้ยเป็นการแจง้ ติดตั้งเรียบร้อยแลว้ จะข้ึนวา่ Ready แลว้กด next เป็นอนั
เสร็จส้ิน 
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5. การแชร์ Hard disk 
5.1 เปิดโฟลเดอร์ Computer  

5.1.1 คล้ิกขวาท่ีไดร์ฟท่ีตอ้งแชร์  
5.1.2 เลือกค าสั่ง Share with > Advanced sharing 
 

 
 

5.2 หนา้ต่าง System Properties ของไดร์ฟท่ีตอ้งการแชร์แสดงออกมา 
5.2.1 ไปท่ี แทบ็ Sharing  
5.2.2 คล้ิก Advanced Sharing 
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5.3 ต่อมาใหค้ล้ิกท าเคร่ืองหมายถูกท่ี Share this folder  
5.3.1 ใหส้ังเกตท่ี Share name: จะมีช่ือไดร์ฟ.................ท่ีตอ้งการแชร์แสดงออกมา 
5.3.2 คล้ิกท่ี OK เสร็จส้ินขั้นตอนการแชร์ Hard disk 
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สรุปผลการปฏิบติังาน 
............................................................................................................................................................. 
............................................................................................................................................................. 
............................................................................................................................................................. 
............................................................................................................................................................. 
............................................................................................................................................................. 
ตอบค าถาม 
............................................................................................................................................................. 
............................................................................................................................................................. 
............................................................................................................................................................. 
............................................................................................................................................................. 
............................................................................................................................................................. 
............................................................................................................................................................. 
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